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Evaluarea nationala a riscurilor de spalare de bani si finantare a terorismului

1. Introducere

Evaluarea nationala a riscurilor de spalare a banilor si finantare a terorismului reprezinta
un proces fundamental prin care statul identifica, analizeaza si intelege nivelul real al riscurilor
la care este expus sistemul national. Aceasta evaluare permite adoptarea unor politici publice
adecvate, fundamentate pe dovezi si adaptate la evolutiile interne si internationale. De
asemenea, ea contribuie la o cooperare eficienta intre autoritatile publice, sectorul privat si
profesiile juridice, astfel incat masurile de prevenire si combatere sa fie coerente, aplicabile si
proportionale.

Republica Moldova a realizat prima evaluare nationala in anul 2017, utilizand metodologia
Bancii Mondiale. Concluziile acesteia au evidentiat necesitatea consolidarii cadrului normativ si
institutional, ceea ce a condus la aprobarea unui plan de actiuni orientat spre cresterea
transparentei, imbunatatirea mecanismelor de control si intensificarea cooperarii
interinstitutionale.

In 2019, in cadrul celei de-a cincea runde, expertii Comitetului MONEYVAL al Consiliului
Europei au evaluat conformitatea Republicii Moldova cu standardele FATF. In baza
recomandarilor formulate a fost adoptata Strategia nationala pentru anii 2020-2025, iar in anul
2020 a fost elaborata o noua evaluare nationald, care a identificat atat riscuri persistente, cat si
necesitatea introducerii unor actiuni suplimentare. In anul 2022, planul de actiuni a fost
completat prin instituirea unor cerinte noi de colectare si analiza a datelor statistice, pentru a
facilita monitorizarea continua a riscurilor.

In perioada 2023-2024, Republica Moldova a realizat un pas important prin actualizarea
legislatiei in domeniu, In conformitate cu normele Uniunii Europene si cu recomandarile
organizatiilor internationale. Modificarile legislative au extins categoria entitatilor obligate sa
raporteze tranzactii suspecte, au consolidat mecanismul de identificare si verificare a
persoanelor care detin controlul real asupra companiilor si au introdus norme suplimentare
pentru fiducii si alte structuri juridice similare. Implementarea acestor modificari a fost
sustinuta de actiuni de instruire si informare destinate entitatilor raportoare si autoritatilor
competente.

Pe langa evaluarea nationala, au fost realizate analize sectoriale detaliate. O atentie
deosebita a fost acordata domeniului activelor virtuale si furnizorilor de servicii pentru aceste
active. Evaluarea finalizatda in anul 2024 a stabilit ca riscurile asociate sunt foarte ridicate, in
special din cauza lipsei unui cadru de reglementare complet si a capacitatii limitate de
monitorizare. S-a constatat, de asemenea, ca interdictiile existente nu acopera toate tipologiile
de risc. In aceasta privints, au fost formulate recomandari privind introducerea unui sistem clar
de licentiere si supraveghere, imbunatatirea colabordrii internationale si dezvoltarea
competentelor autoritatilor in domeniul activelor virtuale.

In acelasi timp, a fost efectuatd evaluarea riscului ca organizatiile necomerciale si fie
utilizate in finantarea terorismului, iar o alta analiza a vizat modul in care diferite tipuri de
persoane juridice pot fi folosite in scopuri ilegale. Aceste evaludri au permis o intelegere mai
aprofundata a modului In care structurile legale pot fi exploatate si contribuie la stabilirea unor
masuri eficiente de control si prevenire.

Evaluarea nationala actuala se refera la perioada 2021-2024, o perioada marcata de
evolutii relevante in plan legislativ, institutional si economic. In acest interval au fost analizate
modificarile legislative, activitatea entitatilor raportoare, volumele tranzactiilor, rapoartele de
activitati suspecte, cooperarea internationald, cazurile investigate, precum si tipologiile
identificate de autoritati. Aceasta analiza ofera o imagine realista asupra modului in care
riscurile au evoluat si asupra provocarilor cu care se confrunta statul.



Evaluarea nationala a riscurilor de spalare de bani si finantare a terorismului

Pentru realizarea evaluarii, a fost instituit un grup de lucru format din reprezentanti ai
tuturor institutiilor relevante: Serviciul Prevenirea si Combaterea Spalarii Banilor, organele cu
functii de supraveghere a entitatilor raportoare, ministerele cu atributii in domeniu, organele de
drept, Agentia Servicii Publice, Biroul National de Statistica, etc. Grupul de lucru a colectat si
analizat date, a identificat dificultati in proces si a colaborat cu experti nationali si internationali,
asigurand totodata consultarea sectorului privat.

In proces au fost utilizate date provenite din multiple surse: institutii financiare bancare si
non-bancare, profesii juridice, organe de drept, instante judecatoresti, registre publice, autoritati
ale statului, date statistice oficiale si analize independente. Aceste informatii au permis o
evaluare detaliatd a cadrului legal, a dimensiunii si structurii sectoarelor, a profilului clientilor, a
tipurilor de produse si servicii, a mecanismelor de control intern si a eficientei supravegherii
exercitate de institutiile competente.

Rezultatul analizei acestor informatii este Raportul de evaluare nationald, care prezinta
nivelul actual al riscurilor de spalare a banilor si finantare a terorismului in Republica Moldova,
identificA domeniile vulnerabile, evidentiaza tipologiile intalnite in practica si evalueaza
eficienta masurilor existente. Raportul include, de asemenea, recomandari privind
imbunatatirea cadrului legal, consolidarea capacitatilor institutionale, cresterea transparentei
persoanelor care detin control asupra entitatilor juridice si intarirea cooperarii atat la nivel
national, cat si international.

Prin realizarea acestei evaludri, Republica Moldova isi demonstreaza angajamentul de a
mentine un sistem eficient de prevenire si combatere a spalarii banilor si finantarii terorismului,
adaptat conditiilor actuale si aliniat standardelor internationale.

2. Evaluarea riscului de spalare a banilor in functie de infractiunea predicat

In perioada 2021-2024, analiza realizati de autorititile Republicii Moldova evidentiazi un
sistem infractional complex, in cadrul caruia tipurile de infractiuni producatoare de venituri
ilicite au evoluat diferit, atat ca frecventd, cat si ca impact financiar. In total, in aceastd perioada
au fost pornite peste 49 000 de cauze penale privind infractiuni care, conform standardelor
internationale, pot genera fonduri susceptibile de a fi spalate. Desi numarul cauzelor variaza
considerabil de la un an la altul, ceea ce se mentine constant este faptul ca anumite categorii de
infractiuni domina atat ca frecventa, cat si ca impact financiar.

Furtul, escrocheria si falsul in documente oficiale raman cele mai des intalnite infractiuni,
indicand un nivel ridicat al criminalitatii contra patrimoniului si al folosirii documentelor
frauduloase. Unele dintre acestea, precum furtul, apar in mii de cazuri anual, Insa valoarea
prejudiciilor individuale este, n multe situatii, limitata. Spre deosebire de furt, escrocheria se
remarca nu doar prin frecventa, ci si prin materialitatea prejudiciilor: aproape jumatate din
totalul veniturilor ilicite consemnate In aceasta perioada provine din astfel de fapte. Cresterea
constanta a cazurilor de escrocherie sugereaza o adaptare continua a infractorilor, folosind
metode tot mai sofisticate de inselaciune.

O alta infractiune cu impact financiar major este evaziunea fiscala, care, desi reprezinta un
procent foarte mic din numarul total de cauze, genereaza al treilea cel mai mare volum de
venituri ilicite. Aceasta confirma faptul ca, In cazul evaziunii fiscale, fiecare caz individual poate
avea un impact bugetar semnificativ.

Contrabanda este un alt domeniu care a evoluat vizibil in perioada analizata. Odata cu
intrarea in vigoare a noului Cod vamal, mecanismele de control si analiza de risc au devenit mai
eficiente, ceea ce a dus la depistarea unui numar mai mare de cazuri, inclusiv a unor tipuri noi
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de scheme frauduloase. Cu toate acestea, valoarea prejudiciilor a inregistrat fluctuatii, ceea ce
poate reflecta atat structura bunurilor implicate, cat si eficienta interventiilor autoritatilor.

O evolutie extrem de abrupta a fost inregistrata In cazul organizarii migratiei ilegale.
Numarul cauzelor a crescut spectaculos, de peste 40 de ori in patru ani, acest fenomen fiind
puternic influentat de contextul regional, In special de conflictul armat din Ucraina, care a
generat o presiune migratorie masiva. Veniturile ilicite aferente acestui tip de activitate sunt cu
siguranta mult mai mari decat cele consemnate in actele procesuale initiale, ceea ce sugereaza
ca identificarea si confiscarea acestor fonduri ramane o provocare majora.

Traficul de droguri, chiar daca nu impune stabilirea valorii financiare la momentul pornirii
urmadririi penale, reprezinta una dintre cele mai importante surse de venit pentru crima
organizata. Lipsa unei evidente monetare precise complicd estimarea dimensiunii reale a
fluxurilor financiare generate de aceasta categorie, dar cresterea numarului de cazuri reflecta in
mod clar amplificarea fenomenului.

In sfera coruptiei, coruperea pasivd apare frecvent, insi valorile mitei sunt, in general,
reduse, ceea ce denota existenta unui fenomen al coruptiei cotidiene, mai ales la nivelurile
inferioare ale administratiei publice. In opozitie, traficul de influenti este intalnit de doud ori
mai rar, dar valorile pretinse sunt semnificativ mai mari, ceea ce indica tentativa de a cumpara
accesul la persoane sau structuri care nu pot fi corupte direct.

Activitatea instantelor de judecata confirma aceasta structura a fenomenului infractional.
Cele mai multe condamnari sunt pronuntate pentru furt, fals, jaf, escrocherie si trafic de droguri.
Totusi, se observa o scadere In numarul sentintelor de condamnare pentru infractiuni cu
prejudicii mari, precum escrocheria si evaziunea fiscala — un semnal ca investigarea si
finalizarea acestor cauze ramane complexa si consumatoare de resurse.

In ceea ce priveste sechestrele si confiscirile, acestea reprezinti un indicator esential al
capacitatii statului de a recupera produsele infractiunii. Instantele au aplicat sechestre de
aproape 6 miliarde lei In perioada analizata, insa o parte importanta a bunurilor infractionale nu
este supusa confiscarii, fie pentru ca sunt corpuri delicte ce trebuie distruse, fie pentru ca
prejudiciile sunt recuperate prin actiuni civile, nu prin confiscare penala. Agentia de Recuperare
a Bunurilor Infractionale a aplicat, l1a randul ei, sechestre in valoare de peste 647 milioane lei, cu
variatii anuale importante si cu pondere majora a cazurilor de coruptie, abuz de putere,
escrocherie si Imbogatire ilicita.

Confiscarile dispuse prin hotdrari judecatoresti raman o componenta importanta, dar
neuniforma. De la un an la altul, valorile confiscate oscileaza, ceea ce reflecta atat complexitatea
cauzelor, cat si diversitatea obiectelor infractionale. Totusi, cifrele aratda ca mecanismul de
confiscare este utilizat, inclusiv in cazuri de trafic de droguri, coruptie, contrabanda sau
infractiuni patrimoniale.

Per ansamblu, analiza arata ca Republica Moldova se confrunta cu un spectru larg de
infractiuni predicat, dintre care unele au frecventa ridicatd, iar altele sunt deosebit de
periculoase prin amploarea prejudiciilor. Tendintele din perioada 2021-2024 subliniaza
necesitatea consolidarii investigatiilor financiare, a cresterii capacitatii de urmarire a
beneficiilor infractionale si a aplicarii consecvente a mecanismelor de sechestru si confiscare,
pentru a limita posibilitatea introducerii veniturilor ilicite in circuitul legal.

. . Evaluarea Evaluarea Rating de
Infractiunea predicat 8

probabilitatii consecintelor risc

Evaziunea fiscala Inalt Tnalt inalt
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Vulnerabilitdti:

- nivelul de stabilire a suspiciunilor de comitere a infractiunilor predicat in cadrul investigatiilor
financiare realizate de SPCSB este de 47%, In celelalte cazuri diseminate catre organele de drept
nu a fost stabilita infractiunea predicat, valoarea fondurilor investigate provenind din
infractiuni predicat necunoscute a constituit 79% din valoarea totala a fondurilor investigate;

- nivelul de identificare a infractiunilor predicat in cadrul cauzelor penale investigate de
organele de drept privind spadlarea banilor este de 44%, in celelalte cauze penale initiate privind
fapte de spalarea banilor, originea veniturilor ilicite este necunoscuta;

- tendinta descrescatoare privind numarul sentintelor de condamnare adoptate pentru
infractiunile de evaziune fiscala, de la 9 sentinte pronuntate in 2021 la 6 sentinte pronuntate in
2024, submineaza capacitatea organelor de drept de a contracara faptele si de a asigura
descurajarea in implicarea activitatilor de evaziune fiscalg;

- lacune in coordonare si prioritizare: organele de drept percep evaziunea fiscala ca fiind cea
mai semnificativa infractiune de origine domestica care genereaza cele mai mari venituri ilicite,
pe cand sectorul financiar identifica evaziunea fiscala ca fiind infractiunea predicat de origine
transfrontaliera care prezinta cel mai inalt risc;

- masurile asiguratorii dispuse de catre SPCSB indica o concentrare asupra entitatilor rezidente
(persoane juridice rezidente -54%, pe cand in cazul persoanelor juridice nerezidente - 9%);

- desi SPCSB stabileste suspiciuni de comitere a evaziunii fiscale in majoritatea investigatiilor
financiare cu infractiune predicat identificata, ce implica 68% din totalul fondurilor investigate,
se atestd un blocaj la etapa de investigare si urmarire penald, care impiedica transformarea
rezultatelor investigatiilor financiare in cazuri de condamnare si confiscare.

Amenintadri:

- amploarea prejudiciului cauzat este in crestere: desi numarul cauzelor penale inregistrate este
in descrestere, volumul prejudiciului cauzat prin evaziune fiscala s-a triplat, determinand-o ca
fiind a treia cea mai mare infractiune predicat dupa volumul pierderilor economice stabilite;

- valoarea bunurilor sechestrate este una relativ redusa avand in vedere valoarea totala a
prejudiciului cauzat prin acest tip de infractiune;

- numarul cererilor de comisie rogatorie receptionate privind infractiunile predicat au crescut
de 4 ori, fiind de doua ori mai mare decat numarul cererilor expediate autoritatilor straine;

- perceptia riscului transfrontalier este inconsistenta, reiesind din faptul ca, organele de drept
nu percep evaziunea fiscala transnationala ca fiind o infractiune generatoare de venituri ilicite
majore, susceptibile de a fi spalate pe teritoriul tarii, pe cand supraveghetorii sistemului
financiar si entitatile raportoare plaseaza evaziunea fiscala de origine transfrontaliera ca fiind
cea mai semnificativa infractiune predicat generatoare de cele mai mari volume de venituri
ilegale;

- activitatea politiei privind infractiunile predicat: cresterea numarului de cereri privind
schimbul de informatii, preponderent din partea jurisdictiilor: Germania, Marea Britanie,
Ucraina, Cehia, Franta, Federatia Rusa si Austria, insotitd de tendinta descrescatoare a
numarului cererilor privind schimbul de informatii trimise catre jurisdictii: Romania, Federatia
Rusg, Ucraina, Germania, Franta.

- nivelul de cooperare a organelor de politie pe dimensiunea de spadlarea banilor este restransa,
avand in vedere faptul ca, numarul cererilor de schimb de informatii este de 100 ori mai mic,
decat numarul cererilor privind infractiunile predicat.
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Descrierea evenimentului:

-veniturile ilicite obtinute din evaziune fiscala savarsita atat la nivel national, cat si
transfrontalier; inregistreaza o tendinta ascendenta fiind generate in proportii ce se majoreaza,
insa carentele de la etapa de investigare penala si cea de condamnare (nivel scazut al
condamnarilor), permit ca cele mai mari volume ale veniturilor ilicite sa se afle in circulatie.
Unitatea de informatii financiare identifica cel mai frecvent evaziunea fiscala, Insa nivelul redus
de cooperarea juridica internationala in materie penala solicitata cu privire la evaziunea fiscala,
cat si perceptiile inconsistente ale organelor de drept fata de cele ale sectorului financiar privind
riscul transfrontalier, determina riscul persistent de spalare a banilor proveniti din evaziune
fiscala.

Descrierea riscului:

Infractiunea de evaziune fiscala inregistreaza o descrestere a numarului de cazuri care au
determinat pornirea urmaririi penale, Tnsa in acelasi timp valoarea prejudiciului cauzat s-a
triplat, calificind-o drept a treia cea mai mare infractiune predicat, dupa valoarea pierderii
economice. Un nivel scazut al ratei de condamnare, subestimarea riscurilor transfrontaliere
asociate evaziunii fiscale de catre organele de drept, nivelul cooperarii juridice internationale
din perspectiva asistentei receptionate si a celei solicitate, cat si atentia acordata entitatilor
rezidente in detrimentul nerezidentilor, contribuie si faciliteaza la spalarea veniturilor obtinute
din evaziune fiscala. SPCSB identifica in mod sistemic evaziunea fiscala, reprezentand cea mai
importanta infractiune predicat semnalatd, insa carentele sistemice determina mentinerea
acestor venituri infractionale In circuit civil.

. . Evaluarea Evaluarea Rating de
Infractiunea predicat rer s pa: . .
probabilitatii consecintelor risc
Contrabanda inalt inalt inalt
Vulnerabilitati:

- nivelul de stabilire a suspiciunilor de comitere a infractiunilor predicat in cadrul investigatiilor
financiare realizate de SPCSB este de 47%, In celelalte cazuri diseminate catre organele de drept
nu a fost stabilita infractiunea predicat, valoarea fondurilor investigate provenind din
infractiuni predicat necunoscute a constituit 79% din valoarea totala a fondurilor investigate;

- nivelul de identificare a infractiunilor predicat in cadrul cauzelor penale investigate de
organele de drept privind spadlarea banilor este de 44%, in celelalte cauze penale initiate privind
fapte de spalarea banilor, originea veniturilor ilicite este necunoscuta;

- numarul descrescator al sentintelor de condamnare este de 4 ori mai mic decat numarul
cauzelor penale pornite pentru fapte de contrabanda;

- valoarea bunurilor confiscate in mod definitiv si executoriu este de 3 mai mica decat valoarea
bunurilor utilizate la savarsirea infractiunii;

- lipseste o evidenta sistematizata unica privind valoarea sechestrelor aplicate de instantele
judecatoresti nationale in cauzele penale privind contrabanda;

- investigatiile financiare detecteaza intr-o masura redusa contrabanda, reiesind din faptul c3,
doar 2% din fondurile ce fac obiectul investigatiilor financiare realizate de SPCSB sunt stabilite
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ca fiind conexe acestui tip de infractiune predicat, tinand cont si de rata investigatiilor financiare
diseminate catre organele de drept cu infractiunea predicat necunoscuta;

- caracterul transfrontalier complex al infractiunii de contrabanda si sprijinul preponderent in
baza cooperarii internationale si al asistentei juridice in materie penald, reiesind din cresterea
numadrului de comisii rogatorii receptionate si expediate privind infractiunea de contrabanda,
insa numarul cererilor expediate este de doua ori mai mare decat numarul cererilor
receptionate din partea altor jurisdictii.

Amenintari:

- infractiunea de contrabanda genereaza volume mari de venituri infractionale, fiind pe locul 4
dupa valoarea bunurilor infractionale - obiect al infractiunii, desi este pe locul 9 dupa numarul
cazurilor Inregistrate de organele de drept, cu o crestere de 30% in 2024 fata de anul 2021;

- este perceputa de organele de drept ca fiind infractiune predicat care genereaza volume mari
de venituri ilicite atat la nivel national, cat si la nivel international, susceptibile de a fi spalate pe
teritoriul Republicii Moldova;

- cresterea rolului in crima organizata transfrontalierd, reiesind din majorarea indicelui privind
crima organizata internationald de la 4.5 la 5.6, avand unul dintre factorii determinanti,
contrafacerea produselor, preponderent a articolelor de tutungerie si introducerea acestora
prin contrabanda in Uniunea Europeana;

- gradul ridicat de adaptabilitate a grupurilor criminale organizate si utilizarea canalelor de
comert si financiare complexe.

Descrierea evenimentului:

- grupurile criminale organizate sunt implicate in activitati de contrabanda cu bunuri, inclusiv
contrafacute, ce comporta caracter transfrontalier, exploatand vulnerabilitatile, inclusiv nivelul
de coruptie. Desi valoarea prejudiciului cauzat prin infractiune este unul inalt, cazurile initiate
nu cunosc continuitate procesuald, fie implica o confiscare insuficienta raportata la volumul
bunurilor infractionale ce fac obiectul cauzelor penale. Nivelul de asistenta juridica
internationalda in materie penala confirma expunerea transfrontaliera semnificativa. Rata de
condamnare in cazurile de contrabanda reduc din caracterul disuasiv si descurajant.
Contrabanda asigura generarea fluxurilor financiare care alimenteaza retelele infractionale la
nivel national si transfrontalier.

Descrierea riscului:

Contrabanda reprezinta o infractiune cu risc Inalt de spalarea banilor si impact semnificativ
economic si reputational. Aceasta submineaza securitatea frontierei de stat, procesul de
colectare a taxelor si integritatea financiara, facilitind si contribuind la spalarea veniturilor
ilicite. Deficientele stabilite, rata de condamnare, nivelul de recuperare a bunurilor infractionale
prin confiscare si urmarirea financiara limitata contribuie la cresterea continua a pietelor
tenebre de bunuri de contrabanda si integrarea veniturilor ilegale dobandite in economia
nationala si sistemul financiar.

. . Evaluarea Evaluarea Rating de
Infractiunea predicat 8

probabilitatii consecintelor risc
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Vulnerabilitdti:

- nivelul de stabilire a suspiciunilor de comitere a infractiunilor predicat in cadrul investigatiilor
financiare realizate de SPCSB este de 47%, In celelalte cazuri diseminate catre organele de drept
nu a fost stabilita infractiunea predicat, valoarea fondurilor investigate provenind din
infractiuni predicat necunoscute a constituit 79% din valoarea totala a fondurilor investigate;

- nivelul de identificare a infractiunilor predicat in cadrul cauzelor penale investigate de
organele de drept privind spadlarea banilor este de 44%, in celelalte cauze penale initiate privind
fapte de spalarea banilor, originea veniturilor ilicite este necunoscuta;

- numarul sentintelor de condamnare pentru fapte de coruptie pasiva este de 9 ori mai mic decat
numadrul cazurilor inregistrate, iar cu referire la traficul de influenta, numarul sentintelor de
condamnare este cu 30% mai mic decat numarul cazurilor inregistrate;

- dintre infractiunile de coruptie, cel mai scazut nivel al confiscarii bunurilor utilizate la
comiterea infractiunilor a fost stabilit in privinta coruperii pasive, indicand investigarea
cazurilor de coruptie sistemica si de mica valoare;

- nivelul de cooperare juridica internationald in materie penald este unul limitat, astfel ca
numadrul cererilor de comisie rogatorie expediate este de 50 de ori mai mic decat numarul total,
infractiunile de coruptie fiind unele dintre infractiuni in care organele de drept recurg la
cooperare juridica cel mai putin, fiind un indicator al investigarii coruptiei sistemice, de mica
valoare, cat si a cauzelor de o complexitate redusa;

- SPCSB detecteaza suspiciunile privind infractiunile de coruptie in calitate de infractiuni
predicat intr-un numar nesemnificativ de cazuri, mai putin de 3% din numarul total al
investigatiilor financiare realizate, in care a fost stabilita infractiunea predicat.

Amenintari:

- coruperea pasiva este a 7-a cea mai numeroasa infractiune predicat dupa numarul cazurilor
inregistrate, iar traficul de influenta este pe locul 11, cu un numar de aproape doua ori mai mic,
dar cu valoarea bunurilor infractionale care fac obiectul actului de coruptie, de 6 ori mai mare;
- infractiunile de coruptie sunt percepute de organele de drept ca fiind una din cele mai
importante infractiuni generatoare de volume mari de venituri ilicite, perceptie sustinuta si de
supraveghetorii sectorului financiar;

- Raportul GRECO in privinta Republicii Moldova adoptat la 1 decembrie 2023 si publicat la 12
martie 2024, evidentiaza vulnerabilitati privind prevenirea coruptia;

- indicele privind perceptia coruptiei (CPI) este de 43 din 180, fapt care indica riscuri de
coruptie la un nivel moderat-inalt;

- in cadrul cauzelor penale privind spadlarea banilor, infractiunile de coruptie constituie un mobil
important fiind identificata drept infractiune predicat in 10% din cauzele penale cu infractiune
predicat identificata.

Descrierea evenimentului:

- Persoanele publice, functionarii publici si persoanele cu functie de demnitate publica, sau
intermediarii care estorca sau accepta mita, fie exercita influenta necorespunzatoare in cadrul
proceselor de luare a deciziilor, fapt prin care exploateaza lacunele institutionale si nivelul
scazut de asigurare a conformarii si aplicarii constrangerii. Cooperarea juridica internationala
limitata indica investigarea coruptiei de mica valoare, de o complexitate redusa si activitate
limitata in detectarea si investigarea coruptiei transfrontaliere, cu urmarirea bunurilor si
fluxurilor financiare stratificate sau integrate in afara teritoriului tarii.
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Descrierea riscului:

Infractiunile de coruptie (cu precadere coruperea pasiva si traficul de influentad) reprezinta o
infractiune predicat ce prezinta un risc inalt, care submineaza guvernanta in domeniul public,
afecteaza increderea publica in institutiile statului si stirbeste din integritatea economica.
Traficul de influenta care este mai putin numeros dar implica o pierdere economica mai mare
decat infractiunea de corupere pasiva, reflectd o predispunere a organelor de drept de a
investiga coruptia de nivel inferior, lasand in umbra coruptia de nivel inalt ce implica exponentii
puterii legislative si executive, cu functii de conducere de nivel superior. Vulnerabilitatile
sistemice, implicit nivelul limitat al condamnarilor, capacitatea redusa de recuperare definitiva
a bunurilor infractionale prin confiscare, cooperare juridica internationala defectuoasa si
identificarea incompleta a infractiunii predicat, contribuie la spalarea continua a veniturilor
ilicite provenite din coruptie, fapt care reconfirma vulnerabilitatile institutionale.

. . Evaluarea Evaluarea Rating de
Infractiunea predicat eie e . .
probabilitatii consecintelor risc
Escrocheria (frauda cibernetica, | Tnalt mediu-inalt Tnalt
frauda de investitii, frauda
comerciald)
Vulnerabilitati:

- nivelul de stabilire a suspiciunilor de comitere a infractiunilor predicat in cadrul investigatiilor
financiare realizate de SPCSB este de 47%, in celelalte cazuri diseminate catre organele de drept
nu a fost stabilita infractiunea predicat, valoarea fondurilor investigate provenind din
infractiuni predicat necunoscute a constituit 79% din valoarea totala a fondurilor investigate;

- nivelul de identificare a infractiunilor predicat in cadrul cauzelor penale investigate de
organele de drept privind spadlarea banilor este de 44%, in celelalte cauze penale initiate privind
fapte de spalarea banilor, originea veniturilor ilicite este necunoscuta;

- tendinta descrescatoare privind nivelul de condamnare a faptelor de escrocherie, de 1a 385 de
sentinte pronuntate In 2021, la 268 de sentinte pronuntate in 2024, submineaza capacitatea
organelor de drept de a asigura descurajarea in implicarea activitatilor de escrocherie;

- nivelul diferit al perceptiei privind amploarea fenomenului infractional al escrocheriei a
sectorului privat si a organelor de drept;

- utilizarea ineficienta de catre organele de drept a masurilor asiguratorii dispuse de SPCSB, in
anul 2024 din 71 de decizii de sistare emise, in termenul de sistare a tranzactiilor si bunurilor
suspecte, a fost aplicat doar un singur sechestru;

- desi este a doua cea mai frecvent identificata suspiciune de comitere a unui tip de infractiune
predicat de catre SPCSB, valoarea fondurilor si bunurilor ce fac obiectul investigatiilor
financiare in aceste cazuri, reprezinta doar 28% din valoarea totala a fondurilor investigate
suspecte de spalarea banilor.

Amenintadri:

- reprezinta cea mai ponderata infractiune predicat dupa numarul de cauze inregistrate, fiind
inregistrata o tendinta de crestere a numarului de cauze de la 2 124 in anul 2021 la 2 984 in
anul 2024;

10



Evaluarea nationala a riscurilor de spalare de bani si finantare a terorismului

- valoarea totala a prejudiciului cauzat prin infractiune constituie 50,41% din valoarea totala a
prejudiciului cauzat de infractiunile predicat, inregistrand o tendinta de crestere, in 2024
valoarea bunurilor dobandite prin escrocherie a fost de 3 ori mai mare decat valoarea bunurilor
dobandite prin escrocherie in anul 2021;

- escrocheria genereaza volume mari de venituri ilicite, care sunt susceptibile de a fi plasate la
nivel national in numerar, avand in vedere ca, marimea valorilor valutare introduse in tara este
de doua ori mai mare decat marimea valorilor valutare scoase de pe teritoriul Republicii
Moldova;

- fluxurile de venituri infractionale dobandite prin escrocherie comporta caracter
transfrontalier; atat la nivelul tarilor Uniunii Europene, cat si transcontinental (Statele Unite ale
Americii), avand In vedere cresterea schimbului de informatii de catre SPCSB, politie, si a
cererilor de asistenta juridica internationala;

- tendinta de crestere a numarului cererilor de schimb de informatii primite de catre politie de
la autoritati similare, insotitd de tendinta de scadere a numadrului cererilor expediate
autoritatilor similare straine, cu privire la infractiunile predicat indica activitate infractionala
transfrontaliera in crestere;

- cresterea de 4 ori a numarului cererilor de comisie rogatorie receptionate de Republica
Moldova, insotita de scaderea cu 83% a cererilor de comisie rogatorie pe cauze de spalarea
banilor, si dublarea numarului de cereri de comisie rogatorie privind faptele de escrocherie,
indica cresterea activitatii infractionale cu caracter transfrontalier.

Descrierea evenimentului:
- Infractiunea de escrocherie genereaza cel mai semnificativ volum sesizat al bunurilor
infractionale la nivel national. Transferurile bancare transnationale, cat si utilizarea
numerarului furnizeaza canale pentru plasarea si stratificarea veniturilor ilicite. Infractiunile
predicat nu sunt identificate In mod consistent de catre investigatiile financiare realizate si
cauzele de urmadrire penala.

Descrierea riscului:

Infractiunea de escrocherie este cea mai signifianta infractiune predicat dupa numarul de cauze
penale inregistrate si valoarea prejudiciului economic cauzat. Nivelul scazut al identificarii
infractiunii predicat la etapa de investigare financiara si urmarire penala, rata redusa a
sechestrelor aplicate raportat la prejudiciul total cauzat prin infractiune, reducerea numarului
de sentinte de condamnare adoptate de instantele de fond, determina o probabilitate Tnalta de
spalare a veniturilor infractionale. Fluxurile financiare transfrontaliere, cat si volumul valorilor
valutare introduse in tara, raportate la cresterea cererilor de schimb de informatii receptionate
de politie si cresterea nivelului de asistenta juridica internationala solicitata de catre autoritati
competente strdine, contribuie si indica o expunere sporita.

. . Evaluarea Evaluarea Rating de
Infractiunea predicat ey ges . .
probabilitatii consecintelor risc
Traficul ilicit de droguri inalt mediu-Tnalt inalt
Vulnerabilitati:

- nivelul de stabilire a suspiciunilor de comitere a infractiunilor predicat in cadrul investigatiilor
financiare realizate de SPCSB este de 47%, in celelalte cazuri diseminate catre organele de drept
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nu a fost stabilitd infractiunea predicat, valoarea fondurilor investigate provenind din
infractiuni predicat necunoscute a constituit 79% din valoarea totala a fondurilor investigate;

- nivelul de identificare a infractiunilor predicat in cadrul cauzelor penale investigate de
organele de drept privind spadlarea banilor este de 44%, in celelalte cauze penale initiate privind
fapte de spalarea banilor, originea veniturilor ilicite este necunoscuta;

- valoarea pierderii economice care corespunde cu valoarea drogurilor sau a substantelor
psihotrope, din motiv c3, stabilirea valorii acestor substante nu reprezinta o obligatie instituita
de lege, aceasta nu este oficial stabilita si inregistrata la initierea cauzelor penale, fapt care
contribuie la subestimarea sistemica a daunelor financiare si a veniturilor ilicite susceptibile de
a fi introduse 1n sistemul financiar formal;

- valoarea fondurilor care fac obiectul investigatiilor financiare realizate de catre SPCSB este
relativ redusa (spre exemplu, comparativ cu evaziunea fiscala, este de 1000 ori mai mica),
raportat la detectarea frecventa a acestei infractiuni predicat, indica o discordanta dintre
detectare si urmarire financiara;

- valoarea sechestrelor aplicate depaseste valoarea fondurilor investigate de SPCSB si a
fondurilor care fac obiectul cauzelor penale, indicand ca exista o captare a bunurilor (droguri
sau substante psihotrope) dar nu a fluxurilor financiare paralele;

- cooperarea pe aspectul spaldrii banilor este disproportionata si dezechilibrata, astfel ca, sunt
receptionate mai multe cereri de comisie rogatorie decat numarul celor expediate, indicand o
conduitd reactivad si nu proactivda a organelor de drept, in urmarirea retelelor criminale
internationale;

- asocierea infractiunii cu structurile crimei organizate creste nivelul de sofisticare a spalarii
veniturilor provenite din traficul de droguri, iar lacunele in trasabilitatea financiara a
infractiunii predicat contribuie la crearea vulnerabilitatilor sistemice.

Amenintadri:

- infractiunea de trafic ilicit de droguri reprezinta a sasea cea mai numeroasa infractiune
predicat care este inregistrata de organele de drept, inregistrand de la inceputul perioadei o
crestere a numarului de cauze penale initiate de 50%;

- organele de drept percep traficul ilicit de droguri ca fiind una dintre cele mai importante
infractiuni predicat generatoare de cele mai mari venituri ilicite, atat la nivel national, cat si ca
sursa a criminalitatii transnationale;

- numadrul cererilor de comisie rogatorie receptionate privind infractiunea de trafic ilicit de
droguri este de patru ori mai mare decat numarul cererilor expediate altor jurisdictii, cererile
receptionate Inregistrand o tendinta de crestere de-a lungul perioadei, fapt care indica o
expunere externd accentuata si o cerere externa pentru cooperare;

- unitatea de informatii financiare identifica frecvent suspiciuni privind comiterea traficului
ilicit de droguri in calitate de infractiune predicat, ceea ce reconfirma recunoasterea
importantei sistemice a acesteia;

- traficul ilicit de droguri reprezinta un factor al crimei organizate, reiesind din conexiunea
puternica a acesteia cu structurile si retelele infractionale, ceea ce sporeste amenintarea
sistemica a acesteia in privinta sistemului financiar si al securitatii nationale.

Descrierea evenimentului:
- fluxurile financiare ilicite sunt plasate si integrate prin intermediul sistemului financiar formal
si cel non-formal, inclusiv prin utilizarea abuziva a activelor virtuale. Veniturile ilicite obtinute
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din traficul ilicit de droguri Inregistreaza o crestere, avand in vedere tendinta ascendenta a
numadrului de cauze penale pornite cu 50% de la inceputul perioadei, existand o conexiune
stransa cu fenomenul de crima organizata. Atat SPCSB cat si organele de drept identifica traficul
ilicit de droguri ca o infractiune predicat semnificativa, dar volumul investigatiilor financiare
este unul redus. Valoarea sechestrelor este mai mare decat volumul fondurilor investigate
financiar sau urmarite penal. Pierderea economica cauzata nu este inregistrata in mod sistemic,
fapt care creeaza lacune In evaluarea si masurarea riscului. Numarul sporit al asistentei juridice
internationale in materie penala solicitata de alte jurisdictii, confirma expunerea
transfrontaliera semnificativa.

Descrierea riscului:

Infractiunea de trafic ilicit de droguri este expusa riscului sistemic de nedetectare, astfel c3,
spalarea banilor proveniti din vanzarea drogurilor poate fi atribuita cazurilor cu infractiune
predicat necunoscuta de la etapa de investigare financiara de catre SPCSB si urmarire penala de
catre organele de drept. Lipsa reglementdrilor privind tinerea unei evidente sistemice cu
referire la valoarea drogurilor investigate, submineaza capacitatea organelor de drept de a
evalua amprenta economico-financiara a infractiunii. Existenta unei influente infractionale
reziduale bazata pe retinerea semnificativa a veniturilor ilicite susceptibile de a fi reinvestite in
ciclul criminal.

3. Evaluarea riscului de spalare de bani in functie de subiect

3.1. Persoane juridice (nationale si forme juridice nationale)

In perioada 2021-2024, structura persoanelor juridice din Republica Moldova a evoluat
stabil, marcand atat o crestere numericd, cat si o consolidare a formelor de organizare
predominant utilizate. La finalul anului 2024, in Registrul de stat erau Inregistrate 139 669
persoane juridice, dintre care peste 86% sunt entitati comerciale, iar aproximativ 14%
organizatii necomerciale. In continuare, Societatea cu Rispundere Limitata (SRL) rimane forma
juridica preferatda, reprezentand peste 97% din totalul societatilor comerciale, datorita
accesibilitatii, procedurilor simple de constituire si flexibilitatii In administrare. Alte forme,
precum societatile pe actiuni sau cooperativele, au o pondere mai redusa si o evolutie general
descendenta.

Organizatiile necomerciale au inregistrat o crestere moderata, fiind dominate de asociatiile
obstesti, institutiile private si fundatiile. Aceste entitati sunt supuse unui regim de supraveghere
mai strict, ceea ce contribuie la un risc scazut de abuz in scopuri de spalare a banilor sau
finantare ilegala.

Analiza genurilor de activitate confirma ca comertul continua sa fie cel mai frecvent
domeniu in care activeaza persoanele juridice, urmat de prestarea serviciilor, agricultura,
tranzactii imobiliare si productie. Aceasta structura economica este reflectata si in dinamica
comertului exterior. Exporturile si importurile au inregistrat cresteri semnificative in primii ani
analizati, cu o orientare tot mai pronuntata spre tarile Uniunii Europene. Romania ramane
principalul partener comercial al Republicii Moldova, iar schimburile cu Federatia Rusa au
scazut constant. Aceasta reorientare a comertului international sugereaza o integrare economica
mai stransa cu spatiul european si o reducere a expunerii la jurisdictii cu risc sporit.

In sectorul bancar, numarul persoanelor juridice rezidente care detin conturi si efectueaza
tranzactii a crescut constant, consolidand rolul acestora in economia formala. In schimb,
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numarul clientilor corporativi nerezidenti a scazut drastic, reducand riscurile asociate utilizarii
entitatilor moldovenesti in scheme internationale cu potential de spalare a banilor. Tranzactiile
financiare - atat interne, cat si externe - au crescut, reflectand intensificarea activitatii economice
si integrarea in circuitele comerciale regionale.

Un progres important a fost inregistrat In domeniul transparentei privind beneficiarii
efectivi. Dupa modificarile legislative din 2023, numarul entitatilor care au declarat aceste
informatii a crescut substantial, de la 31% in 2023 la peste 50% la sfarsitul anului 2024. Totusi,
ramane necesara Imbunatatirea calitatii datelor, deoarece unele declaratii sunt incomplete,
neactualizate sau includ structuri de proprietate complexe care necesita verificari suplimentare.

Analiza diseminarilor efectuate de SPCSB si a cauzelor penale demonstreaza ca SRL-urile
sunt cel mai frecvent implicate in scheme de spalare a banilor, In special in legatura cu infractiuni
precum evaziune fiscald, escrocherie, coruptie, tranzactii fictive, contrabanda si operatiuni de
retragere nejustificata de numerar. O tipologie reprezentativa identificata consta in utilizarea
SRL-urilor pentru simularea procurarii produselor agricole prin acte fictive, urmata de retrageri
masive de numerar si solicitarea nejustificata a restituirilor de TVA - mecanisme utilizate pentru
a introduce in circuitul legal venituri provenite din activitati ilicite.

Institutiile de aplicare a legii - Procuratura, CNA, SPCSB, Serviciul Fiscal, Serviciul Vamal si
politia specializata - confirma existenta unui nivel moderat de risc asociat persoanelor juridice,
in special SRL-urilor. Acestea semnaleaza folosirea tot mai frecventa a structurilor comerciale in
scheme transfrontaliere, in contracte fictive, tranzactii artificiale sau in manipularea fluxurilor
financiare pentru a ascunde provenienta fondurilor. Totodata, se observa o crestere a cazurilor
care implica tehnologii noi, inclusiv plati electronice si criptomonede.

Per ansamblu, perioada 2021-2024 indica un mediu economic aflat in expansiune, cu o
dezvoltare treptatd a mediului de afaceri, o intensificare a conexiunilor comerciale cu piata
europeana si o Imbunatatire a nivelului de transparenta si conformitate juridica. Riscurile de
spalare a banilor sunt mai pronuntate in randul SRL-urilor, dar sunt temperate de reformele
legislative, de actiunile de supraveghere si de consolidarea capacitatilor institutiilor
responsabile.

Evaluarea Evaluarea . .
— . Rating de risc
probabilitatii consecintelor
Persoane juridice mediu mediu mediu
Vulnerabilitati:

- pondere foarte mare a SRL (97% din societatile comerciale), cu capital social minim si
procedura de inregistrare simplificata;

- verificari limitate la momentul Inregistrarii, posibilitatea prezentarii unor date incomplete
sau incorecte despre beneficiarii efectivi;

- RSUD nu are mecanisme eficiente de actualizare si verificare a datelor privind beneficiarii
efectivi;

- organizatiile necomerciale (ONG, fundatii, partide politice): expunere la riscuri prin donatii,
granturi externe si finantari nedeclarate.

- utilizarea numerarului;

- expunere transfrontaliera: companiile implicate in comertul de export-import sunt
vulnerabile la scheme internationale de spalare si stratificare a fondurilor.

Amenintari:
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- utilizarea SRL pentru fraude si evaziune (emiterea de facturi false, inregistrarea de operatiuni
fictive, solicitarea nejustificata a restituirilor de TVA);

- spalarea banilor prin tranzactii comerciale internationale: exporturi fictive (ex. cereale,
produse agricole), importuri supraevaluate, transferuri prin companii din zone offshore;

- operatiuni cu numerar: retrageri masive de sume din conturi;

- ONG-uri si fundatii: riscuri de finantare ilicita prin donatii externe, sponsorizari mascate,
colectari publice utilizate pentru scopuri nelegitime;

- partide politice: risc sporit de finantare ilegald, inclusiv prin intermediul unor companii
controlate indirect de persoane afiliate politic;

- criptomonede si fintech: folosirea companiilor IT si a prestatorilor de plati pentru a dispersa
fonduri prin active virtuale.

Descrierea evenimentului:

La 31.12.2024 erau inregistrate 139.669 persoane juridice, dintre care 86% societati
comerciale si 14% organizatii necomerciale. Cele mai multe sunt SRL (115.020 entititi). In
perioada 2021-2024 s-a observat o crestere a numarului de SRL si ONG-uri, dar o scadere a
cooperativelor. Analiza SPCSB arata ca 694 de cazuri de spadlare au implicat persoane juridice,
72% fiind rezidente. Din acestea, 91% vizau SRL si 9% SA. Tipologiile confirma utilizarea SRL
pentru operatiuni fictive cu cereale, retrageri masive de numerar si solicitari nejustificate de
restituire TVA. Exporturile si importurile au fost orientate tot mai mult spre UE, reducand
dependenta de Federatia Rusa, ceea ce a contribuit la diminuarea expunerii la riscuri
geopolitice.

Descrierea riscului:

Riscul general este mediu, dar cu segmente distincte:

- SRL: mediu, avand ponderea cea mai mare si fiind principala forma abuzata in scheme de
spalare.

- SA: scazut, datorita cerintelor stricte de capital si transparenta.

- ONG-uri si fundatii: scazut-mediu, cu riscul de utilizare in finantarea terorismului si utilizarea
donatiilor.

- Intreprinderi de stat/municipale: scizut, monitorizate prin mecanisme publice si audituri.
Desi mecanismele de prevenire (inregistrarea beneficiarilor efectivi, sanctiuni
contraventionale etc.) au drept scop reducerea riscului, evaluarea arata ca SRL ramane forma
preferata pentru spalare de bani, mai ales prin tranzactii fictive si comert cu numerar. Riscul se
mentine mediu, necesitind monitorizare constanta.

3.2. Persoane fizice (nationale)

In perioada 2021-2024, persoanele fizice au devenit principalul segment activ al
sistemului bancar din Republica Moldova, evidentiind o crestere constanta atat in numarul de
clienti, cat si in volumul tranzactiilor. Numarul persoanelor fizice rezidente cu conturi bancare a
depasit 3,4 milioane, iar conturile active au ajuns la peste 6 milioane, ceea ce reflecta o crestere
a incluziunii financiare si o utilizare tot mai intensa a serviciilor bancare formale. Soldurile de
numerar si depozitele inregistrate de persoane fizice au crescut semnificativ, apropiindu-se de
100 miliarde lei, semnaland increderea populatiei in sectorul bancar.

In acelasi timp, utilizarea cardurilor si a serviciilor digitale a crescut accelerat. Tranzactiile
cu cardurile autohtone aproape s-au dublat, iar sistemul national de plati instant (MIA) a fost
adoptat rapid, peste 600 000 de persoane efectuand deja plati instant. Pentru prima data,
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volumul platilor fara numerar a depasit volumul retragerilor de numerar, ceea ce indica o trecere
reala spre digitalizare.

Tranzactiile transfrontaliere realizate de persoane fizice au crescut semnificativ:
transferurile outgoing aproape s-au dublat, iar incoming au depasit 11 miliarde lei. Tranzactiile
persoanelor fizice nerezidente au inregistrat, de asemenea, cresteri substantiale, ceea ce reflecta
o mobilitate financiara tot mai mare si o interconectare intensa cu pietele externe.

Totusi, aceasta dezvoltare a generat si noi vulnerabilitati. Extinderea platilor online si a
serviciilor digitale a condus la o crestere a fraudelor financiare, phishing-ului si recrutarii de
»,money mules”. Pierderile din fraude cu carduri au atins aproximativ 140 milioane lei in 2024.
Persoanele cu educatie financiara redusa sunt cele mai expuse, fiind adesea implicate in scheme
de tranzit al fondurilor provenite din infractiuni, prin deschiderea de conturi la solicitarea unor
terti, depuneri si retrageri repetate de numerar sau transferuri rapide cu origine neclara.

In concluzie, persoanele fizice prezintd un risc mediu de spilare a banilor: digitalizarea
sporeste transparenta si capacitatea de monitorizare, dar vulnerabilitatile asociate fraudelor
online, transferurilor transfrontaliere si gradului variabil de educatie financiara necesita
supraveghere continua si masuri de prevenire imbunatatite.

Evaluarea Evaluarea . .
e ai: . Rating de risc
probabilitatii consecintelor
Persoane fizice | mediu mediu mediu
(nationale)
Vulnerabilitati:

- volumul foarte mare de tranzactii Ingreuneaza monitorizarea si permite trecerea neobservata
a unor fluxuri ilicite (in 2024 erau peste 3,4 milioane clienti ai bancilor si 6,1 milioane conturi
bancare active);

- acces facil la conturi si carduri: proceduri rapide de deschidere a conturilor, inclusiv online,
cu verificari superficiale in unele cazuri;

- dependenta de numerar: in zonele rurale si pentru platile de mica valoare predomina
tranzactiile in numerar, care pot fi folosite pentru plasarea fondurilor cu provenienta neclarsa;
- educatie financiara redusa: o parte semnificativa din populatie nu Intelege riscurile, fiind
vulnerabila la fraude;

- vulnerabilitate la fraude cibernetice: nivel redus de protectie digitala, persoane care divulga
datele cardului sau acceseaza linkuri false;

- migratia externa: un numar mare de cetateni lucreaza peste hotare, trimitand remitente -
fenomen care implica fluxuri transfrontaliere masive, dificil de verificat individual;

- lipsa de verificari asupra sursei fondurilor la depunerile in numerar: unele banci limiteaza
controlul doar la praguri, fara analize aprofundate pentru tranzactiile frecvente sub prag.
Amenintari:

- cetdteni racolati pentru a deschide conturi si carduri, pe care ulterior le predau retelelor
criminale;

- cresterea cazurilor de frauda cibernetica, cu utilizarea cardurilor pentru incasarea si
lichefierea sumelor provenite din escrocherii digitale;

- tranzactii transfrontaliere riscante: intre 2021-2024, volumul incoming/outgoing aproape s-
a dublat. O parte semnificativa provine din UE si alte jurisdictii, cu risc de stratificare si
integrare a fondurilor;
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- desi au un rol economic pozitiv, remitentele poate reprezenta un canal utilizat si pentru
mascarea unor fluxuri ilicite in lipsa verificarilor individuale aprofundate.

Descrierea evenimentului:

intre 2021-2024, gradul de incluziune financiara a crescut constant: numarul conturilor si
soldul depozitelor au urcat semnificativ (activele persoanelor fizice depasind 97 miliarde MDL
in 2024). In 2025, pentru prima dat3, plitile fira numerar au depisit retragerile de numerar -
un progres important. Totusi, SPCSB a semnalat tipologii clare de spalare de bani prin persoane
fizice - racolare ca money mules, carduri bancare folosite pentru fraude online si retrageri
masive de numerar, inclusiv prin carduri emise peste hotare.

Descrierea riscului:

Riscul general asociat persoanelor fizice este apreciat ca fiind mediu. Dimensiunea foarte mare
a tranzactiilor bancare realizate de populatie, nivelul redus de educatie financiara, utilizarea
frecventa a numerarului si expunerea tot mai accentuata la fraude online si tranzactii
transfrontaliere sporesc vulnerabilitatea acestui sector. In acelasi timp, procesul de digitalizare
accelerata, implementarea masurilor de cunoastere a clientelei (KYC) si utilizarea sistemelor
automate de monitorizare de catre banci contribuie la diminuarea riscurilor, la fel ca si
cresterea ponderii platilor electronice in raport cu numerarul.

In practicd, persoanele fizice riman insa principala tintd a retelelor criminale, fiind folosite
pentru transferul si lichefierea banilor. Aceasta vulnerabilitate, combinata cu rolul major al
remitentelor si utilizarea cardurilor emise peste hotare, mentine sectorul expus constant la
riscuri de spalare a banilor si finantare a terorismului.

3.3. Persoane expuse politic (nationali si internationali) si finantarea
guvernamentala/politica

In Republica Moldova, statutul de persoani expusi politic (PEP) este reglementat prin
Ordinul nr. 22 /2023, care stabileste functiile publice importante echivalente celor prevazute de
legislatia privind prevenirea spalarii banilor. Aceasta armonizare asigura alinierea la standardele
internationale si permite aplicarea corecta a masurilor de monitorizare.

In perioada 2021-2024, numarul PEP a inregistrat fluctuatii moderate, determinate in
principal de schimbdrile politice si ciclurile electorale. In 2021, odati cu alegerile anticipate si
formarea unui nou guvern, numarul PEP a atins aproximativ 2 400 de persoane. in anii 2022-
2023, cifra s-a stabilizat 1n jurul valorii de 2 300-2 350, iar in 2024 a scazut usor, la aproximativ
2 250 PEP rezidente. Numarul PEP nerezidente s-a mentinut constant, intre 100 si 120 anual.

Indicatorii de perceptie a coruptiei arata ca Moldova se confruntd cu vulnerabilitati
persistente. In perioada analizat3, scorul CPI (Transparency International) a variat intre 36 si 43
de puncte, ceea ce reflecta un nivel ridicat de coruptie perceputa in sectorul public, inclusiv la
nivel politic. Acesti factori amplifica riscul ca PEP sa fie implicate in fapte de coruptie, abuz de
putere si spalare a banilor.

Analiza comportamentului financiar al PEP releva tendinte semnificative. Numarul de
conturi PEP rezidente a scazut cu 23%, ceea ce se explica prin schimbari de functii si aplicarea
mai strictd a procedurilor de cunoastere a clientelei. Pentru PEP nerezidente, numarul conturilor
a ramas relativ stabil. Tranzactiile internationale ale PEP rezidente au inregistrat valori mari, cu
un varf In 2022 (peste 110 milioane lei), dominat de iesiri catre exterior. PEP nerezidente au
utilizat preponderent conturile moldovenesti pentru transferuri transfrontaliere, cu o scadere
notabila a volumelor in 2024. Atat PEP rezidente, cat si cele nerezidente prezinta o preferinta
pronuntatd pentru retrageri de numerar.
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Utilizarea produselor financiare arata diferente clare intre PEP rezidente si nerezidente.
PEP rezidente folosesc intensiv conturile de card si depozitele, in timp ce PEP nerezidente isi
concentreaza activitatea aproape exclusiv pe carduri si tranzactii In numerar, mentinand
depozite minime si un volum redus de credite.

In ansambluy, riscul asociat PEP in Republica Moldova este ridicat, determinat de accesul la
resurse publice, influenta in procesul decizional si vulnerabilitdtile persistente la nivel de
integritate publica. Desi cadrul normativ si supravegherea au fost imbunatatite, monitorizarea
continud, due diligence extins si cooperarea interinstitutionald raman esentiale pentru
reducerea riscurilor.

Evaluarea Evaluarea

Element eyte s aee . Rating de risc
probabilitatii consecintelor
Persoane expuse politic | inalt inalt inalt
(nationali si
internationali)
Vulnerabilitdti:

- acces direct la fonduri publice si la procesul decizional, ceea ce le expune la riscuri sporite de
coruptie si deturnare de resurse;

- schimbarea frecventa a functiilor publice (alegeri, remanieri) complica mentinerea listelor
actualizate si aplicarea EDD;

- nivel perceput ridicat al coruptiei (scor CPI 36-43 in perioada 2021-2024) indica un cadru
institutional vulnerabil;

- preferinta pentru retrageri masive de numerar (apr. 222 mil. MDL in 2024 la PEP rezidenti)
creste riscul de pierdere a trasabilitatii fondurilor.

- folosirea retelelor de rude si apropiati pentru dispersarea fondurilor si mascarea
beneficiarilor reali.

Amenintari:

- utilizarea functiilor publice pentru facilitarea schemelor de spalare (frauda bancara,
Metalferos, blanchetele pasapoartelor) cu prejudicii totale >1,2 mld. MDL;

- transferuri transfrontaliere semnificative, dominate de iesiri (apr. 70% din volume au fost
efectuate de PEP rezidenti in 2023-2024);

- utilizarea companiilor paravan si a jurisdictiilor offshore pentru disimularea originii
fondurilor;

- finantarea ilegala a partidelor si manipularea achizitiilor publice pentru obtinerea de avantaje
economice.

- riscuri de influenta politica asupra institutiilor de control si reglementare.

Descrierea evenimentului:

Intre 2021-2024, numairul PEP rezidenti a variat intre 2 250 - 2 400, iar al celor nerezidenti
intre 100-120. In aceeasi perioadd, SPCSB a diseminat 12 cazuri cu implicarea PEP, iar
anchetele penale de rezonanta (frauda bancara, Metalferos, pasapoarte) au confirmat tipologii
de coruptie si spalare. Analiza tranzactiilor arata preferinta pentru retrageri de numerar si
transferuri externe, precum si utilizarea intensa a cardurilor bancare.

Descrierea riscului:
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Riscul asociat PEP este inalt. Accesul la fonduri publice si la procesul decizional, combinat cu
coruptia sistemica si utilizarea unor instrumente de dispersare (numerar, rude, companii
paravan), amplifica probabilitatea implicarii acestora in spalarea banilor. Cazurile penale
documentate confirma impactul financiar si reputational major, ceea ce justifica aplicarea
consecventa a masurilor EDD, monitorizarea riguroasa a fluxurilor si cooperarea
interinstitutionala pentru investigarea rapida a tranzactiilor suspecte.

3.4. Rezidenti straini (persoane juridice, persoane fizice, forme juridice straine)

Conform datelor din 2024, persoanele nerezidente reprezinta aproximativ 3,9% din
populatia cu resedinta in Republica Moldova, insa rolul lor in sistemul financiar este mai amplu
datorita naturii transfrontaliere a activitatilor si a diversitatii surselor de venit. Numarul
persoanelor fizice nerezidente cu conturi bancare a crescut semnificativ in perioada 2021-2024,
dela 21 0481a 35 689, o majorare de aproape 70%. Numarul conturilor s-a dublat, ceea ce arata
o intensificare a utilizarii sistemului bancar, chiar daca nerezidentii raman doar 1% din totalul
clientilor bancari.

Cresterea a fost influentata in mod decisiv de razboiul din Ucraina, care a generat un flux
mare de cetateni ucraineni catre Moldova. Acestia au avut nevoie de acces la servicii financiare
pentru a primi asistentd, a efectua plati sau a-si administra veniturile. Organizatiile
internationale (UNHCR, IFC) au sprijinit incluziunea financiara a refugiatilor, contribuind la
extinderea bazei de clienti nerezidenti. Bancile au accelerat digitalizarea, introducand produse
multicurrency si facilitind deschiderea conturilor la distantd, ceea ce a stimulat si mai mult
cresterea segmentului.

La nivel financiar, persoanele fizice nerezidente au inregistrat cresteri constante ale
soldurilor de numerar (de la 832 milioane lei la peste 1,5 miliarde lei) si ale tranzactiilor
transfrontaliere. Transferurile incoming au crescut de aproape patru ori, ajungand la 2,79
miliarde lei in 2024, iar outgoing au depasit 1,17 miliarde lei. Pentru persoanele juridice
nerezidente, desi numarul clientilor s-a redus drastic in 2022, valoarea tranzactiilor a ramas
ridicata: incoming de 31,4 miliarde lei si outgoing de 22,4 miliarde lei in 2024, confirmand rolul
lor ca vector major al fluxurilor financiare internationale.

Riscurile de spalare a banilor asociate nerezidentilor sunt considerate scazute, deoarece
ponderea lor in sistem este redusad, iar activitatea lor in Moldova este limitata ca durata si
amploare. Totusi, natura transfrontaliera si dificultatea verificarii documentelor din alte
jurisdictii genereaza vulnerabilititi specifice. In perioada 2021-2024 au fost inregistrate 18
cauze penale privind persoane juridice nerezidente si 7 cauze penale privind persoane fizice
nerezidente, prejudiciile insumand circa 568 milioane lei - valori reduse comparativ cu totalul
national.

In concluzie, segmentul nerezidentilor rimane numeric redus, dar cu o dinamica financiara
intensa si cu riscuri transfrontaliere specifice, care necesita masuri riguroase de due diligence,
cooperare internationald si monitorizare continua.

Evaluarea Evaluarea

Element rsmaie ) Rating de risc
probabilitatii consecintelor
Rezidenti strdini | scazut scazut scazut
(persoane juridice,

persoane fizice, forme
juridice straine)
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Vulnerabilitdti:

- segment mic numeric (1% din total clienti bancari) dar in crestere rapida, in special la
numarul de conturi detinute de rezidenti straini;

- dificultati in verificarea identitatii si a sursei fondurilor, avind in vedere documente emise in
alte jurisdictii;

- conturi multiple pe persoana, ceea ce faciliteaza fragmentarea fluxurilor;

- expunere ridicata la tranzactii transfrontaliere, incoming/outgoing la niveluri semnificative
(PF:>2,7 mld. MDL incoming in 2024; PJ: >31 mld. MDL incoming).

Amenintari:

- cresterea masiva a clientilor persoanelor fizice nerezidente In 2022-2024, influentata de
razboiul din Ucraina si de asistenta umanitara;

- posibilitatea folosirii conturilor nerezidentilor pentru stratificarea si tranzitarea fondurilor
ilicite;

- implicare in fluxuri comerciale majore a persoanelor juridice nerezidente (22,4 mld. MDL
outgoing, 31,4 mld. MDL incoming in 2024), care pot genera riscuri de spalare de bani prin
import/export fictive;

- risc de utilizare a Moldovei ca punct tranzitoriu pentru fonduri de origine incerta.

Descrierea evenimentului:

Intre 2021-2024, numarul persoanelor fizice nerezidente a crescut de la 21 048 la 35 689
(+70%), cu crestere mai accentuata a conturilor (de la 24 129 la 58 651). Persoanele juridice
nerezidente au scazut numeric (1 694 la 504), dar si-au mentinut conturile (aproximativ 1.600)
si fluxurile financiare semnificative. Contextul geopolitic (razboiul din Ucraina) a determinat
atat aflux de refugiati, cat si necesitatea deschiderii de conturi pentru asistenta si plati
umanitare.

Descrierea riscului:

Riscul pentru nerezidenti este scazut. Factorii principali sunt: cresterea rapida a numarului de
conturi, ponderea mare a tranzactiilor transfrontaliere si dificultatile de verificare a
identitatii/sursei fondurilor. Desi numeric sunt un segment mic, intensitatea operatiunilor si
expunerea la retele internationale fac din acest grup un vector important de risc de spalare de
bani si finantare a terorismului. Consolidarea KYC/EDD si schimbul de date transfrontaliere
raman critice pentru limitarea riscurilor.

4. Evaluarea riscului de spalare a banilor pe sectoare economice

In vederea determinirii crimelor predicat cel mai frecvent asociate anumitor sectoare ale
economiei nationale si a ratei generale de criminalizare a acestora, a fost analizata activitatea de
investigare financiara desfasurata de unitatea de informatii financiare a Republicii Moldova.
Analiza investigatiilor financiare si a cauzelor penale aferente perioadei 2021-2024 releva faptul
ca mai multe sectoare economice prezinta vulnerabilitati importante la spalarea banilor si
utilizarea veniturilor ilicite.

Sectorul tehnologiilor informationale (IT), in special rezidentii parcurilor IT, a cunoscut o
dezvoltare accelerata datorita facilitatilor fiscale si orientarii spre exportul de servicii. Totodata,
natura transfrontaliera a tranzactiilor, trasabilitatea redusa a serviciilor, structurile complexe de
proprietate si posibilitatea credrii unor companii paravan au transformat sectorul intr-un mediu
atractiv pentru stratificarea si integrarea fondurilor ilicite. Analiza SPCSB a identificat multiple
tipologii, inclusiv: retragerea masivda a numerarului dupa primirea transferurilor externe,
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utilizarea companiilor de intermediere telefonica mascate, Imprumuturi fictive intre entitati
asociate, existenta unor rezidenti fara activitate reald si implicarea unor companii in scheme
internationale de frauda sau atacuri cibernetice. In unele cazuri, entititile au fost folosite ca
vehicule de stratificare pentru fonduri provenite din escrocherii, crypto-scheme sau activitati de
tip ,proxy” pentru atacuri DDoS.

Sectorul agricol prezinta vulnerabilitati sistemice, in special din cauza dependentei ridicate
de numerar, a nivelului redus de formalizare si a dificultatii de verificare a originii si cantitatilor
reale de produse agricole. O tipologie frecventa este utilizarea actelor de achizitii fictive, prin
care se justifica retrageri mari de numerar si se introduce in circuitul legal bani fara provenienta
verificabild. Analizele au identificat cazuri cu volume foarte mari de numerar retrase in baza
unor documente incomplete sau neveridice. Au fost observate discrepante logistice,
supraevaludri, utilizarea persoanelor fizice ca furnizori, fragmentarea tranzactiilor si implicarea
unor companii din lantul exportului de cereale, uneori in legatura cu solicitari de restituire
nejustificata a TVA. Desi numarul rapoartelor suspecte este relativ mic, cooperarea recenta cu
entitatile bancare a imbunatatit identificarea unor astfel de scheme.

Sectorul constructiilor reprezinta unul dintre domeniile cu cel mai ridicat risc de spalare a
banilor, datorita valorii mari a tranzactiilor, a prevalentei platilor in numerar si a nivelului redus
de transparenta. Achizitiile imobiliare - apartamente, parcari, spatii comerciale - sunt frecvent
utilizate pentru integrarea fondurilor ilicite. Practici precum depunerile repetate de numerar,
justificarile financiare superficiale (contracte de Imprumut, acte aditionale, promisiuni de
vanzare), utilizarea persoanelor interpuse si documentatie dificil de verificat permit mascarea
originii fondurilor. Sectorul prezinta un nivel scazut de raportare a tranzactiilor suspecte, iar
verificarea beneficiarilor efectivi este adesea formala. Tranzactiile imobiliare in etape succesive
(rezervare, precontract, contract final) faciliteaza disimularea traseului banilor si pierderea
urmelor acestora.

Cele trei sectoare analizate - IT, agricultura si constructii - prezinta riscuri semnificative de
spalare a banilor, fiecare prin mecanisme specifice: IT prin complexitatea tranzactiilor,
activitatea transfrontaliera si posibilitatea crearii unor entitati paravan; agricultura prin
utilizarea intensa a numerarului si documentatie fictiva; constructiile prin integrarea fondurilor
in active imobiliare si lipsa trasabilititii plitilor. In ansamblu, aceste vulnerabilititi subliniazi
necesitatea consolidarii monitorizarii si aplicarii masurilor de prevenire si combatere a spalarii
banilor si finantarii terorismului proportionale cu nivelul de risc identificat.

Evaluarea Evaluarea Rating de
Element

probabilitatii consecintelor risc

Sectoarele economice (IT, | inalt Tnalt Tnalt
constructii, agricultura)

Vulnerabilitati:

- dependenta ridicata de numerar in mai multe sectoare (agricultura, constructii, comert);

- aplicarea deficitara a masurilor de cunoastere a clientelei si de verificare a beneficiarului
efectiv;

- trasabilitate redusa a tranzactiilor, inclusiv utilizarea documentelor justificative incomplete
sau fictive;

- nivel scazut de raportare catre SPCSB din partea sectoarelor non-financiare;

- activitati economice greu de verificat (servicii intangibile - IT, consultanta, publicitate);

- utilizarea persoanelor interpuse la efectuarea tranzactiilor;
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- structuri complexe de proprietate;

- relatii comerciale extinse cu jurisdictii cu risc sporit;

- posibilitatea operarii companiilor fara activitate economica reala;

- capacitate redusa de identificare a legaturii dintre activitatea economica si fondurile utilizate.

Amenintdari:

- utilizarea companiilor fantoma sau de tip ,paravan” si a lanturilor tranzactionale artificiale;
- transferuri internationale cu provenienta si destinatie opace;

- operationalizarea fondurilor ilicite prin entitati juridice din diverse sectoare;

- achizitii repetate, rapide sau nejustificate;

- utilizarea masiva a numerarului pentru a conferi aparenta de legalitate fondurilor.

Descrierea evenimentului:

Tranzactii economice semnificative, realizate prin diferite sectoare, fara justificare economica
clarda sau cu documente incomplete; operatiuni de retragere si depunere a numerarului in
volume mari; transferuri internationale efectuate fara legatura directa cu activitatea
economica declaratd; activitati economice aparent legitime, folosite pentru a masca fluxuri
financiare ilicite; dificultate in identificarea sectorului generativ al fondurilor in numeroase
cauze penale, ceea ce indica un nivel ridicat de opacitate si vulnerabilitate sistemica in
economie.

Descrierea riscului:

Sistemul economic national prezinta vulnerabilitati care permit utilizarea sectoarelor pentru
efectuarea etapelor de plasare, stratificare si integrare a fondurilor provenite din activitati
ilegale. Acest fapt genereaza un risc sistemic mediu, prin afectarea integritatii pietelor,
facilitarea legalizarii veniturilor ilicite si limitarea capacitatii autoritatilor de a interveni
eficient in prevenirea si combaterea spalarii banilor si finantarii terorismului.

5. Evaluarea riscului de spalare de bani in functie de sector

Evaluarea riscurilor de spalare a banilor si finantare a terorismului la nivel sectorial releva
faptul ca, desi fiecare domeniu are particularitati proprii, exista o serie de trasaturi comune ce
contureaza un profil general de vulnerabilitate al Republicii Moldova. Printre acestea se numara
utilizarea intensiva a numerarului, expunerea la tranzactii transfrontaliere, lipsa de
transparenta privind beneficiarul efectiv, diversitatea si complexitatea clientelei, dar si gradul
variabil de reglementare si supraveghere.

Astfel, se observa o concentrare intre sectoarele cu volum mare, reglementare stricta si un
nivel ridicat de raportare (precum sectorul bancar), si sectoarele cu volum mai redus,
reglementare limitata si grad scazut de raportare (precum notarii, avocatii etc.). Aceasta
concentrare face cariscurile sa fie distribuite inegal: sectoarele cu rol sistemic genereaza cel mai
mare impact, In timp ce sectoarele mici, dar vulnerabile, constituie ,porti de intrare” pentru
scheme punctuale sau sofisticate.

Analiza comparativd a sectoarelor supuse analizei evidentiaza riscuri interconectate.
Fiecare sector prezinta vulnerabilitati specifice, dar si factori comuni care pot genera riscuri de
spilare de bani si finantare a terorismului. In ansamblu, evaluarea arati ci nivelul de risc este
influentat de trei factori principali: volumul si complexitatea tranzactiilor, prezenta numerarului
si a fluxurilor transfrontaliere, precum si capacitatea de supraveghere si raportare.

Sectorul bancar se distinge ca nucleu al fluxurilor financiare din Republica Moldova si, in
consecintd, ca principal canal de intrare, circulatie si integrare a fondurilor cu provenienta ilicita.
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Riscurile asociate sunt foarte ridicate, atat din cauza volumului considerabil de tranzactii interne
si externe, cat si a diversitatii produselor si serviciilor oferite. Desi sistemul bancar dispune de
mecanisme mai performante de monitorizare, complexitatea tipologiilor infractionale si
presiunea tranzactiilor internationale 1l plaseaza in zona de prioritate maxima. Unitati de schimb
valutar reprezinta un sector cu risc mediu, vulnerabil la utilizarea numerarului si tranzactii
fragmentate, dar cu volum si trasabilitate mai limitate comparativ cu bancilor.

Institutiile de creditare nebancara (OCN, AEI) sunt mai putin dezvoltate decat sectorul
bancar, insa prezinta vulnerabilitati accentuate prin dependenta de numerar si prin lipsa unor
sisteme de monitorizare la fel de sofisticate. Riscul este mediu pentru OCN si si scazut pentru
AE], iar sectoarele necesiti consolidarea masurilor de prevenire.

Sectorul imobiliar reprezinta una dintre principalele porti de integrare a fondurilor ilicite,
prin tranzactii de mare valoare realizate frecvent In numerar sau prin intermediul persoanelor
interpuse. Nivelul de transparenta privind beneficiarul efectiv este scazut, iar atractia
investitiilor in bunuri imobile persista ca tipologie clasica de spalare a banilor. Acest sector este
catalogat cu un risc ridicat, apropiat de cel bancar, si necesita atentie speciala.

Notarii joacd un rol de intermediere in contracte de imprumut si in tranzactii imobiliare.
Desi sunt supusi reglementarii si obligatiilor de raportare, numarul redus de rapoarte
comparativ cu expunerea reald arata ca exista inca o lipsa de proactivitate si de constientizare a
riscurilor. In consecintd, riscul sectorului notarial este clasificat ca mediu.

Avocatii, prin implicarea in consultanta juridica, structurarea companiilor sau
intermedierea tranzactiilor comerciale, pot deveni facilitatori ai spaldrii banilor. Cu toate
acestea, nivelul de raportare este limitat, iar capacitatea de supraveghere a autoritatilor asupra
profesiei este redusa. Riscul este, prin urmare, incadrat la nivel mediu, comparabil cu cel al
notarilor.

Sectorul asigurarilor si pietei de capital are o dimensiune mai modesta in cadrul economiei
si 0 expunere punctuala la tipologii de spalare a banilor. Desi exista cazuri de utilizare a acestuia
pentru investitii fictive sau transferuri mascate, amploarea si frecventa lor sunt reduse. In
consecinta, riscul este apreciat ca scazut spre mediu.

Sectorul pensiilor facultative este inca la etapa initiald, reprezentand risc scazut. Pe
componenta Societatilor de administrare a investitiilor, nu exista licente active la data evaluarii,
astfel riscul fiind la moment scazut.

Sectoarele ENR 2017 ENR 2022 ENR 2025

Sectorul bancar

Mediu

Casele de schimb valutar

Piata de capital Mediu-scazut Mediu

Asigurari Mediu-scazut

Companii de leasing Mediu

Organizatiile de creditare | Mediu-scazut
nebancara (organizatii de
microfinantare)

Asociatiile de economii si | Mediu-scazut

imprumut

Agentii imobiliari
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Societatile de plata, societdtile
emitente de moneda electronica
si furnizorii de servicii postale

Avocatii

Notarii

Mediu

Persoanele fizice si juridice care
practica activititi cu metale
pretioase

Mediu

Organizatorii jocurilor de noroc

Auditorii

Persoane fizice si juridice care
comercializeaza bunuri in suma
de cel putin 200 000 de MDL

Mediu

Mediu

Mediu

Mediu

Mediu

Mediu

Activele virtuale

Persoanele juridice si
intreprinzatorii individuali care
presteaza servicii de
contabilitate si  consultanta
fiscala

Mediu

inalt

Persoanele fizice/juridice care
desfasoara activitate fiduciara

Persoanele care depoziteaz3,
comercializeaza opere de arta
sau care actioneaza ca
intermediari 1n comertul de
opere de arta

Furnizorii de servicii de finantare
participativa

Furnizorii de servicii pentru
fiducii sau societati

Executorii judecatoresti

Administratorii fondurilor de
pensii facultative

Administratorii autorizati

Societatile de administrare a
investitiilor

Mediatorii
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Evaluarea Evaluarea . .
Element e as: . Rating de risc
probabilitatii consecintelor
Sectorul bancar mediu inalt mediu-inalt
Vulnerabilitati:

- importanta sistemica: sectorul bancar concentreaza aproape 90% din totalul activelor
financiare din Republica Moldova, fiind principalul canal prin care pot fi integrate fonduri
ilicite;

- identificarea si evaluarea riscurilor de spalare a banilor si finantare a terorismului specifice
activitatii bancare necesita efort pentru atingerea unui nivel al intelegerii suficiente pentru
descurajarea eficienta a potentialilor activitati ilegale;

- identificarea si verificarea identitatii beneficiarilor efectivi ai clientilor creeaza dificultati in
aplicarea cerintelor de cunoastere a clientilor;

- tranzactii transfrontaliere masive: 73% din totalul platilor incoming si 77% din outgoing sunt
cu nerezidenti; in 2024, volumul transferurilor internationale a depasit 312 mld. MDL, in mare
parte catre/dinspre UE;

- numerar: retrageri si depuneri In numerar de cca. 90 mld. MDL in 2024 fapt ce constituie o
vulnerabilitate majora la plasarea si lichefierea banilor;

- complexitate ridicata si dificultati de monitorizare individuala a tranzactiilor si clientilor (3,4
milioane clienti si 6,1 milioane conturi active);

- utilizarea cardurilor straine: cash-out de peste 7,4 mld. MDL in 2024 prin carduri emise in
afara tarii;

- grad de creditare accelerata: crestere pe segmentul de consum si ipotecar; unele imprumuturi
pot fi folosite pentru mascarea provenientei banilor sau ca metoda de integrare;

- sistemele nedezvoltate de monitorizare a platilor in scopul identificarii tranzactiilor si
activitatilor suspecte de spalare a banilor ;

- nivelul de instruire a personalului bancilor este insuficient si neomogen, iar sistemul de
control intern necesita alocari suplimentare de resurse pentru atingerea unui nivel nalt de
eficienta.

Amenintdri:

- Operatiuni transfrontaliere utilizate In scop de disimulare a mijloacelor banesti obtinute din
evaziune fiscala, coruptie, contrabanda si delapidari de fonduri;

- Operatiuni transfrontaliere de intrare/iesire utilizate in scop preponderent pentru tranzitul
de mijloace banesti dintr-o jurisdictie in alt3, inclusiv cu risc Inalt;

- Operatiuni in numerar manifestate prin depuneri la conturile curente pentru activitati sau
servicii neautorizate/nedeclarate sau nelicentiate, inclusiv pentru finantarea traficului de
stupefiante, pentru vanzari sau serviciilor necontabilizate;

- Operatiuni in numerar manifestate prin ridicarea mijloacelor banesti din conturile curente
fara o justificare economica clara;

- Operatiuni de finantare ilicita a diferitor activitati cu caracter penal prin utilizarea diferitor
instrumente si modalitati de plata: card, MIA, P2P, alte tipuri plati instant, remiteri de bani,
platforme online, crypto;

- Operatiuni de creditare/ imprumut utilizate pentru delapidare, frauda si disimularea
provenientei sau destinatiei fondurilor;
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- Fraudele cibernetice creeaza premise pentru cresterea tranzactiilor prin intermediul
sistemului bancar si utilizare neautorizata a conturilor;
- Utilizarea conturilor bancare pentru conversia sau retragerea fondurilor din criptomonede.

Descrierea evenimentului:

In perioada 2021-2024, activele bancare au crescut constant, depasind 120 mld. MDL, iar
depozitele au atins niveluri record. Transferurile internationale incoming/outgoing au crescut
rapid, reflectind integrarea Republicii Moldova in piata UE, dar si expunerea la riscuri
transfrontaliere. In paralel, operatiunile in numerar s-au mentinut ridicate, confirmand
persistenta culturii numerarului si a unei economii subterana.

SPCSB a primit 198 RTS in 2024 din partea bancilor (cea mai mare categorie de entitati
raportoare), insa calitatea rapoartelor ramane neomogena per sistem, fiind generat de gradul
de instruire insuficienta a personalului bancilor.

Descrierea riscului:

Riscul sectorului bancar este evaluat ca mediu-inalt, dat fiind volumul inalt al tranzactiilor,
rolul sau sistemic si tipologiile deja confirmate In practica. Pe de o parte, consolidarea cadrului
prudential, digitalizarea proceselor si cooperarea activa cu SPCSB contribuie la reducerea
riscului. Pe de alta parte, persistenta operatiunilor cu numerar, utilizarea companiilor offshore
si a cardurilor straine, precum si expunerea la fraude online fac ca sectorul sa ramana cel mai
atractiv pentru retele criminale. In consecints, desi sectorul bancar dispune de cele mai
avansate mecanisme de control, el ramane principalul canal utilizat pentru spalarea banilor si
finantarea terorismului.

Evaluarea Evaluarea . .
Element rp =it . Rating de risc
probabilitatii consecintelor
Casele de schimb | mediu inalt mediu - inalt
valutar
Vulnerabilitati:

- expunere ridicata la numerar si tranzactii ocazionale;

- tranzactii structurate si/sau repetate cu scop de disimulare;

- clienti persoane fizice, preponderent ocazionali si neidentificati;

- identificarea si cunoasterea insuficienta a clientilor (sub pragul 10 mii MDL/echivalent; lipsa
unui Registru national al clientilor CSV ,client registry”);

- implicarea PEP, nerezidenti si clienti din jurisdictii cu risc sporit;

- dificultati in identificarea si verificarea beneficiarului efectiv;

- sistem de control intern deficitar, lipsa mecanismelor automate de monitorizare;

- deficiente In raportarea tranzactiilor suspecte;

- nivel scazut de instruire a personalului;

Amenintari:
- utilizarea caselor de schimb valutar pentru spalarea banilor si finantarea terorismului;
- complicitate deliberata a personalului in operatiuni de spalarea banilor.

Descrierea evenimentului:
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- operatiuni frecvente de vanzare si cumparare valuta in numerar, uneori divizate pentru a evita
pragurile de raportare;

- cresterea numarului de CSV licentiate (415 in 2024 fata de 384 in 2021);

- cresterea rulajului operatiunilor valutare;

- lipsa identificarii clientilor si a beneficiarului efectiv;

- aplicarea deficitara a masurilor de precautie privind clientul;

- nivel scazut de identificare si justificare a operatiunilor suspecte.

Descrierea riscului:

Sectorul caselor de schimb valutar este caracterizat de un risc mediu-inalt de spalare de bani
si finantare a terorismului, datorat volumului mare de tranzactii in numerar, clientilor
ocazionali si deficientelor de conformitate. Desi cadrul normativ a fost consolidat si numarul
controalelor BNM a crescut, nivelul redus al raportarii suspiciunilor si implementare
insuficienta a cerintelor de prevenire si combatere a spalarii banilor si finantarii terorismului
sporesc expunerea sectorului la utilizarea in scopuri ilicite.

Evaluarea Evaluarea . .
Element repae: . Rating de risc
probabilitatii consecintelor
Participantii la piata de | scazut scazut scazut
capital
Vulnerabilitati:

- nivel redus de lichiditate bursiera si volum modest al tranzactiilor, cu dependenta de cateva
tranzactii mari ocazionale.

- preponderenta tranzactiilor cu actiuni, unele efectuate in numerar (*10% din total).

- dificultati In identificarea beneficiarului efectiv, In special pentru clienti nerezidenti si
structuri complexe.

- cunostinte limitate privind riscurile de spalare de bani si finantare a terorismului la entitatile
mici si medii.

- norme interne incomplete si instruiri insuficiente pentru personal.

- lipsa unor baze de date centralizate pentru verificarea informatiilor despre beneficiari.

Amenintari:

- posibilitatea utilizarii pietei pentru spalare prin tranzactii ocazionale mari, donatii sau
mosteniri intre persoane fara legaturi de rudenie.

- exploatarea numerarului si a tranzactiilor extrabursiere (OTC).

- risc de implicare a PEP si clientilor nerezidenti cu surse netransparente.

- potentiale infractiuni predicat: insider trading, manipulare de piata, fraude cu valori
mobiliare.

Descrierea evenimentului:

Tranzactiile extrabursiere au ramas dominante numeric, dar au inregistrat scaderi de volum.
Supravegherea efectuata de CNPF (on-site si off-site) a identificat deficiente de conformitate,
lipsa raportarii corecte a beneficiarilor efectivi si a tranzactiilor suspecte.

Descrierea riscului:
Piata de capital prezinta un risc scazut de spalare a banilor si finantare a terorismului,
determinat de vulnerabilitatile structurale (lichiditate redusa, tranzactii ocazionale mari,
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numerar), deficientele de conformitate si limitarile in verificarea beneficiarilor efectivi. Desi
impactul economic direct este scazut, natura operatiunilor si posibilitatea utilizarii sectorului
pentru stratificare si integrare sporesc expunerea la riscuri.

Evaluarea Evaluarea Rating de
Element

probabilitatii consecintelor risc

Asiguratorii sau reasiguratorii | scazut scazut scazut
si intermediarii in asigurari
si/sau 1In reasigurari care
desfasoara activitate in limitele
claselor de asigurari de viata,
inclusiv cele cu participarea la
investitii

Vulnerabilitati:

- 88-89% din activitate intermediata prin brokeri (98% printr-un singur broker) care
presupune un risc sporit din cauza dependentei de un canal unic;

- lipsa de diversificare a produselor (doar polite clasice, fara componenta investitionala);

- clienti formal incadrati in categoria de risc sporit (3-4% din total) doar prin depdsirea
pragurilor valorice;

- lipsa rapoartelor RTS si RAS catre SPCSB in perioada analizata.

Amenintdri:

- posibilitatea utilizarii canalelor de distributie (brokeri) pentru plasarea unor fonduri cu
provenienta neclara;

- tranzactii cu valori care depasesc pragurile din Legea 308/2017, care nu reflecta real
posibilele riscuri dar genereaza formal aplicarea masurilor de precautie sporite;

- posibila implicare a unor clienti cu risc sporit (PEP, persoane juridice cu structuri opace),
chiar daca numarul este redus.

Descrierea evenimentului:

In perioada 2021-2024, sectorul a rimas marginal in economie, cu contributie modesti la PIB
si stagnare a portofoliului (~26.000 contracte active). Nu s-au inregistrat contracte cu
nerezidenti sau fluxuri transfrontaliere. Distributia politelor a fost concentrata in proportie
covarsitoare printr-un singur broker. Au fost identificati cativa clienti PEP si 3-4% clienti de
risc sporit, insa acestia deriva din depasirea pragurilor valorice legale. Nu s-au transmis
rapoarte de tranzactii suspecte catre SPCSB.

Descrierea riscului:

Sectorul asigurdrilor de viata prezinta un risc scazut de spdlare a banilor si finantare a
terorismului, avand caracter domestic, volum modest si profil de clienteld predominant sigur
(rezidenti persoane fizice). Principalele vulnerabilitati sunt dependenta de canalele de
distributie (brokeri) si lipsa raportarilor, care necesita monitorizare continua.

Evaluarea Evaluarea Rating de
probabilitatii consecintelor risc
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Administratorii fondurilor de | scizut scazut scazut
pensii facultative

Vulnerabilitati:

- sector emergent, cu practici si experienta limitate;

- aplicarea neuniforma a masurilor de precautie privind identificarea clientilor si a
beneficiarilor efectivi;

- posibilitatea efectuarii contributiilor de la terti si transferurilor complexe, inclusiv
transfrontaliere;

- necesitatea consolidarii monitorizarii tranzactiilor si controalelor interne;

- lipsa unui istoric operational extins pentru evaluarea eficientei mecanismelor de
supraveghere.

Amenintdri:

- utilizarea fondurilor de pensii facultative pentru integrarea sau stratificarea fondurilor de
provenienta ilicita;

- exploatarea eventualelor lacune in supravegherea operationala pana la consolidarea deplina
a cadrului normativ;

- risc de utilizare a schemelor transfrontaliere pentru mascarea originii fondurilor.

Descrierea evenimentului:

In perioada 2024, CNPF a dezvoltat cadrul normativ secundar pentru functionarea
administratorilor fondurilor de pensii facultative, inclusiv aprobarea Regulamentului privind
masurile de prevenire si combatere a spalirii banilor si finantirii terorismului. In octombrie
2024 a fost emisa prima licenta pentru un administrator de fonduri de pensii, marcand debutul
efectiv al acestui sector pe piata din Republica Moldova. Totusi, sectorul se afla la inceput, cu
proceduri inca in proces de consolidare, ceea ce genereaza expuneri la riscuri operationale.

Descrierea riscului:

Riscul general este scazut, rezultat din vulnerabilitatile operationale si cadrul normativ aflat
inca In consolidare. Acesta se manifesta prin posibila utilizare a administratorilor de fonduri
de pensii pentru spdlarea banilor prin contributii indirecte, transferuri complexe sau
stratificari, in lipsa unor mecanisme robuste de supraveghere si control.

Evaluarea Evaluarea Rating de
Element e . .
probabilitatii consecintelor risc
Societatile de administrare a | scazut scazut scazut
investitiilor
Vulnerabilitati:

- lipsa unor entitati licentiate reduce experienta practica a autoritatilor de supraveghere
(CNPF) in monitorizarea acestui sector.

- absenta unor proceduri si ghiduri aplicabile privind conformitatea in domeniul prevenirii si
combaterii spalarii banilor si finantarii terorismului la nivelul administratorilor de fonduri de
investitii.

Amenintari:
- fondurile de investitii si administratorii lor pot fi folositi pentru stratificarea si integrarea
fondurilor ilicite prin vehicule investitionale complexe;
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- riscul atragerii unor investitori nerezidenti prin intermediul SAI, in lipsa unor verificari
privind sursa fondurilor;
- potential de folosire a investitiilor colective pentru mascarea tranzactiilor cu parti afiliate.

Descrierea evenimentului:

In prezent (2024), nu existd organisme de plasament colectiv alternative constituite in
Republica Moldova si nici societati de administrare a investitiilor licentiate. Totusi, cadrul legal
a fost instituit prin Legea nr. 2/2020, iar CNPF este autoritatea competentd pentru licentiere
si supraveghere.

Descrierea riscului:

Riscul actual este scazut, deoarece sectorul nu este operational. Cu toate acestea, odata cu
aparitia SAl, riscul va creste spre mediu, din cauza potentialului ridicat de utilizare a
instrumentelor investitionale pentru stratificarea fondurilor, atragerea investitorilor straini si
crearea de structuri opace. Lipsa experientei practice si a cadrului secundar de prevenire si
combatere a spaladrii banilor si finantarii terorismului consolideaza aceasta vulnerabilitate
potentiala.

Evaluarea Evaluarea Rating de
probabilitatii consecintelor risc
Organizatii de creditare | mediu inalt mediu - Tnalt
nebancara
Vulnerabilitati:

- utilizarea intensiva a numerarului la acordarea si rambursarea creditelor;

- numar redus de rapoarte transmise catre SPCSB;

- capacitati institutionale si resurse limitate ale OCN, in special ale OCN mai mici;

- aplicarea formala a abordarii bazate pe risc;

- lipsa controalelor si sanctiunilor in perioada evaluata;

- diversitatea metodelor de plata (ATM-uri, terminale, platforme online) genereaza dificultati
in asigurarea trasabilitatii platilor;

- expunerea la clienti cu risc sporit (PEP, persoane din regiunea transnistreana si platitori -
persoane terte) necesita aplicarea masurilor de precautie sporita si intensificarea
monitorizarii tranzactiilor asociate.

Amenintadri:

- posibilitatea utilizarii OCN 1n activitati de spalare a banilor prin etapele de plasare,
stratificare si integrare;

- rambursari anticipate din surse neclare sau necunoscute;

- tranzactii frecvente si rapide in perioade scurte de timp;

- prezentarea de documente false sau incomplete;

- conexiuni ale clientului cu persoana inclusa in listele de sanctiuni internationale.

Descrierea evenimentului:

- rambursari semnificative in numerar fara justificare documentara;
- utilizarea tertilor pentru plata creditelor;

- creditare rapida de consum si imobiliara;

- cresterea ponderii creditelor catre persoane juridice;
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- monitorizare deficitara a tranzactiilor in vederea identificarii suspiciunilor de spalare de bani
si finantare a terorismului;
- diminuarea raportarilor RTS/RAS catre SPCSB (de la 8 I1n 2021 la 1 in 2024).

Descrierea riscului:

Sectorul OCN prezinta un risc mediu-inalt de spalare de bani si finantare a terorismului,
determinat de vulnerabilitati structurale, resurse institutionale limitate si aplicarea formala a
masurilor de prevenire si combatere a spalarii banilor si finantarii terorismului. Desi cadrul
legal a fost consolidat prin transferul competentelor de supraveghere la BNM si adoptarea
unor regulamente noi, riscurile persista prin expunerea la numerar, diversitatea metodelor de
plata si nivelul scazut al raportarilor de tranzactii suspecte.

Evaluarea Evaluarea Rating de
Element 1er s pa: . .
probabilitatii consecintelor risc
Asociatiile de economii si | scazut scazut scazut
imprumut
Vulnerabilitdti:

- capacitate institutionala si resurse limitate comparativ cu alte entitati raportoare;

- aplicarea simplificata a masurilor de precautie in baza cunoasterii membrilor;

- monitorizare manuala si deficiente in documentarea sursei fondurilor;

- utilizarea intensiva a numerarului la acordarea si rambursarea imprumuturilor, precum si la
depunerile de economii;

- lipsa evaluarii si identificarii riscurilor proprii;

- lipsa documentadrii privind sursa fondurilor provenite din remitente;

- numar redus de rapoarte transmise catre SPCSB;

- supraveghere limitata si numar mic de controale.

Amenintadri:

- posibilitatea utilizirii AEI pentru spalarea banilor prin depuneri frecvente si retrageri rapide;
- rambursari anticipate In sume mari fara justificare;

- Imprumuturi garantate de terti neafiliati;

- exploatarea cadrului restrans de membri pentru a evita controalele;

- utilizarea AEI in zone rurale pentru integrarea fondurilor ilicite.

Descrierea evenimentului:

- depuneri si retrageri repetate de numerar;

- imprumuturi pentru consum, agricultura si imobiliare acordate rapid si cu verificari
simplificate;

- lipsa raportarii tranzactiilor suspecte (doar 4 rapoarte RTS in 2024);

- deficiente in aplicarea masurilor de prevenire si combatere a spalarii banilor si finantarii
terorismului;

- numar redus de controale complexe efectuate de BNM.

Descrierea riscului:
AEI prezinta un risc relativ scazut de spalare de bani si finantare a terorismului comparativ cu
alte entitati, datorita modelului de afaceri bazat pe membri cunoscuti si concentrarea
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preponderent rurala. Totusi, vulnerabilitatile structurale si aplicarea simplificata a masurilor
de prevenire si combatere a spalarii banilor si finantarii terorismului, combinate cu resurse
institutionale limitate, pot genera expuneri la activitati ilicite si pot afecta stabilitatea
sectorului In lipsa unei supravegheri consolidate.

Evaluarea Evaluarea . .
Element Rating de risc

probabilitatii consecintelor

Societatile de plata, mediu inalt mediu- inalt
societatile emitente de
moneda electronica si
furnizorii de servicii
postale

Vulnerabilitati:

- expansiune rapida si inovare: cifra de afaceri a crescut cu peste 37% intre 2021-2024, iar
activele sectorului au depasit 2,5 mld. MDL; extinderea accelerata a serviciilor creste riscul de
spalare de bani si finantare a terorismului;

- portofele electronice alimentate in numerar: permit introducerea fondurilor cu trasabilitate
redusd, urmata de conversia si retragerea lor, ceea ce ofera oportunitati pentru integrarea
banilor iliciti;

- dezechilibru structural intre incarcari si retrageri: in 2024, raportul alimentare /rambursare
a monedei electronice era de 5,6:1, ceea ce sugereaza risc de acumulare si rotire a fondurilor
fara justificare economica;

- retele extinse de agenti si terminale: peste 3.000 agenti si circa 21 milioane tranzactii anual,
fapt ce creeaza dificultati de supraveghere si control asupra respectarii prevederilor de
prevenire si combatere a spalarii banilor si finantarii terorismului;

- cresterea exponentiald a clientilor cu risc sporit: intre 2021-2024, numarul acestora a crescut
de aproape 10 ori, iar al PEP de 8 ori, ceea ce indica expunere directa la categorii cu grad 1nalt
de risc;

- implementarea tardiva a e-KYC: pana in 2024 nu a existat un cadru complet pentru
identificarea la distanta;

- transferurile internationale si remitentele, cu regim de conformitate deficitara;

- deficiente de raportare: in perioada 2021-2024 au fost raportate doar 192 RAS catre SPCSB,
volum nesemnificativ comparativ cu materialitatea sectorului;

- rol de intermediar In scheme complexe;

- implicarea In tranzactii cu active virtuale;

Amenintari:

- implicare in traficul de droguri prin tipologia numerar depus in portofele electronice urmat
de transfer/retragere de mijloace banesti;

- operatiuni ilegale cu moneda electronica, conectate la Federatia Rusa si Lituania;

- exploatarea ONG-urilor: circa 86 de organizatii necomerciale au utilizat PSP/EME, expunand
sectorul la riscul de finantare a terorismului prin donatii;

- conexiuni internationale riscante: tranzactii cu Rusia, Uzbekistan, Malta, Emiratele Arabe
Unite - jurisdictii cu expunere de spalare de bani si finantare a terorismului ridicata;
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- utilizarea agentilor PSP pentru cash-out rapid, cu dispersarea fondurilor In conturi multiple,
ceea ce ingreuneaza trasabilitatea mijloacelor financiare.

Descrierea evenimentului:

In 2024, PSP/EME procesau tranzactii echivalente cu aproximativ 6% din PIB-ul Moldovei.
Portofoliul clientilor era dominat de persoane fizice (98,5%), insa persoanele juridice (1,5%)
generau aproape jumatate din volumele tranzactionate. SPCSB a documentat 61 de cazuri de
spalare de bani prin PSP/EME, in valoare de =7,6 mil. EUR, cu tipologii dominante: trafic de
droguri, operatiuni ilegale cu moneda electronica si scheme mixte cu banci sau jocuri de noroc.
BNM, in cadrul controalelor desfasurate la PSP/EME, a constatat deficiente la toate entitatile
supravegheate: lipsa de aplicare corecta a KYC/EDD, monitorizare tranzactionala slaba, lipsa
de audit intern eficient si raportari insuficiente.

Descrierea riscului:

Riscul asociat PSP/EME este evaluat ca mediu-inalt. Extinderea accelerata a sectorului,
alimentarea portofelelor electronice in numerar si expunerea la tranzactii transfrontaliere si
active virtuale fac ca aceste servicii sa fie vulnerabile la riscuri de spalare a banilor si finantare
a terorismului. Implicarea documentata in scheme de trafic de droguri si operatiuni ilegale cu
moneda electronica confirma natura riscului. Totusi, exista factori care tempereaza riscul:
dimensiunea relativ modesta a sectorului (20,15% din PIB), predominanta tranzactiilor de
mica valoare si faptul ca multe operatiuni sunt intermediate prin banci, unde controalele de
prevenire si combatere a spalirii banilor si finantirii terorismului sunt mai consolidate. In
ansamblu, sectorul ramane un punct vulnerabil al sistemului financiar si necesita consolidarea
supravegherii si raportarii.

Evaluarea Evaluarea Rating de
Element e . .
probabilitatii consecintelor risc
Agenti imobiliari mediu inalt mediu-Tnalt
Vulnerabilitdti:

- lipsa cadrului normativ si a unui regim de licentiere;
- lipsa unei baze de date/registru oficial al agentilor;
- nivel scazut de raportare catre SPCSB;

- aplicarea deficitara a masurilor KYC;

- utilizarea frecventa a numerarului;

- lipsa instruirii si a procedurilor interne;

- supraveghere limitata.

Amenintadri:

- utilizarea sectorului pentru integrarea veniturilor ilicite;

- tranzactii prin persoane interpuse, inclusiv de catre PEP;

- utilizarea documentelor falsificate si a supraevaluarilor/subevaluarilor;
- vanzari si procurdri repetate si rapide;

- transferuri din jurisdictii off-shore;

- utilizarea criptomonedelor.

Descrierea evenimentului:
- tranzactii imobiliare de valori mari efectuate in numerar sau prin terti;
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- lipsa verificarii clientilor (atat a cumparatorului, cat si a vanzatorului), a beneficiarului efectiv
si a sursei fondurilor;

- lipsa raportarii tranzactiilor suspecte;

- scaderea accentuata a raportarilor catre SPCSB.

Descrierea riscului:

Sectorul imobiliar este utilizat pentru disimularea si integrarea fondurilor ilicite, prin
investitii, achizitii repetate, supra/subevaludri si transferuri internationale, ceea ce
diminueaza capacitatea autoritatilor de a detecta si preveni spalarea banilor si finantarea
terorismului.

Evaluarea Evaluarea . .
. . Rating de risc
probabilitatii consecintelor
Avocati mediu inalt mediu - Tnalt
Vulnerabilitati

- dificultate in monitorizare si aplicarea uniforma a standardelor din cauza numarului mare de
avocati, organizati preponderent in cabinete individuale sau asociatii mici;

- capacitate institutionala redusa a Uniunii Avocatilor din Moldova (UAM) si lipsa dorintei reale
de supraveghere;

- aplicarea inegala sau inexistenta a masurilor de cunoastere a clientelei;

- invocarea abuziva a confidentialitatii profesionale pentru a evita raportarea suspiciunilor;
- lipsa totala a raportarilor catre SPCSB in perioada analizata.

Amenintari

- utilizarea profesiei pentru tranzactii cu risc sporit: imobiliare (supra/subevaluari, persoane
interpuse), tranzactii corporative (actiuni, parti sociale, structuri complexe netransparente);
- constituirea si administrarea conturilor bancare pentru societati paravan sau persoane
interpuse;

- crearea si administrarea societatilor/fundatiilor In scopul mascarii fondurilor ilicite;
- participarea avocatilor ca intermediari directi pentru clienti, mascand beneficiarii efectivi.
- posibil abuz al secretului profesional pentru a justifica neindeplinirea obligatiilor de
prevenire si combatere a spalarii banilor si finantarii terorismului.

Descrierea evenimentului

In perioada 2021-2024, avocatii din Republica Moldova nu au transmis niciun raport de
tranzactii suspecte catre SPCSB, in pofida participarii la operatiuni cu risc sporit (imobiliare,
corporative, financiare). UAM nu a actualizat reglementarile interne conform cadrului legal si
nu a aplicat sanctiuni disciplinare. Aceasta inactivitate sistemica a creat impresia falsa ca
sectorul nu este expus riscurilor, desi vulnerabilitatile raman ridicate.

Descrierea riscului

Sectorul avocaturii prezinta un risc mediu-inalt de spalare a banilor si finantare a terorismului,
determinat de natura activitatilor (imobiliare, corporative, financiare), lipsa raportarii, absenta
supravegherii eficiente si invocarea abuziva a confidentialitatii profesionale. Acest lucru
transforma domeniul intr-o zona gri, expusa utilizarii in scopuri ilicite.
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Evaluarea Evaluarea . .
Element e . Rating de risc
probabilitatii consecintelor
Notari mediu inalt mediu- Tnalt
Vulnerabilitati:

- lipsa unor sisteme informatice care sa permita monitorizarea continua a relatiilor de afaceri
si tranzactiilor;

- reticenta clientilor in furnizarea documentelor privind provenienta fondurilor si dificultati in
verificarea veridicitatii acestora;

- discrepante intre valoarea de piata a bunurilor imobile si valorile Inregistrate in registre
oficiale;

- capacitate limitata a Camerei Notariale de a impune sanctiuni - supraveghere mai degraba
etica decat coercitiva;

- nivel insuficient de instruire si lipsa de actualizare a reglementarilor interne ale Camerei
Notariale (ultima modificare in 2021).

Amenintdri:

- utilizarea notarilor pentru autentificarea tranzactiilor fictive (ex.: Imprumuturi repetate intre
persoane fizice fara justificare economica);

- achizitii si revanzari rapide de imobile cu preturi supraevaluate sau subevaluate;

- utilizarea excesiva a numerarului la tranzactii de mare valoare;

- implicarea companiilor paravan si offshore pentru mascarea beneficiarilor reali si transferuri
internationale;

- exploatarea lacunelor legislative si a lipsei unor registre centralizate actualizate;

- spalarea banilor prin tranzactii imobiliare, comert cu bunuri de lux, companii de constructii,
ONG-uri sau sector necomercial.

Descrierea evenimentului:

Intre 2021-2024, numirul notarilor a rimas stabil, cu circa 285 de notari activi, dar expunerea
la riscuri de spalare de bani si finantare a terorismului a crescut. Cresterea numarului de clienti
nerezidenti si majorarea veniturilor notarilor (+45% in patru ani) indica intensificarea
tranzactiilor imobiliare si comerciale, dar si o complexificare a riscurilor. SPCSB si Camera
Notarialda au efectuat controale, descoperind deficiente precum lipsa politicilor interne si
neaplicarea masurilor de identificare a beneficiarilor efectivi.

Descrierea riscului:

Riscul este mediu-inalt, reflectdnd atat vulnerabilitati structurale (lipsa infrastructurii IT, acces
limitat la date, supraveghere slabd), cat si amenintari concrete (tranzactii imobiliare complexe,
imprumuturi fictive, utilizarea companiilor offshore si a numerarului). Sectorul notarial poate
fi utilizat pentru integrarea si disimularea fondurilor ilicite, ceea ce submineaza integritatea
sistemului financiar si juridic.

Evaluarea Evaluarea . .
Element s . Rating de risc
probabilitatii consecintelor
Administratori mediu mediu mediu
autorizati
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Vulnerabilitdti

- capacitate institutionala redusa a UAAM de a supraveghea si sanctiona incalcarile;
- nivel scazut de instruire uniforma in materie de prevenire si combatere spalarii banilor si
finantarii terorismului;

- lipsa raportarilor de tranzactii suspecte;

- expunere la operatiuni complexe: administrarea patrimoniului debitorului, valorificarea
bunurilor, reorganizari.

Amenintari

- utilizarea procedurilor de insolvabilitate pentru introducerea si stratificarea fondurilor ilicite
(supra/subevaluari de active, creante fictive, manipularea creditorilor);

- valorificarea bunurilor prin licitatii sau vanzari directe - risc de aranjamente frauduloase;

- administrarea conturilor bancare si a bunurilor debitorilor - posibila utilizare in scopuri de
spalare;

- posibile conexiuni cu jurisdictii netransparente prin creditori/debitori.

Descrierea evenimentului

Raportarea tranzactiilor si activitatilor suspecte a fost inexistenta, reflectind lipsa
implementarii practice a obligatiilor legale. Riscurile majore sunt asociate administrarii
patrimoniului, reorganizarilor si valorificarii bunurilor debitorilor.

Descrierea riscului

Profesiei de administrator autorizat ii corespunde un risc mediu, determinat de
vulnerabilitatile structurale (capacitate redusa de supraveghere, lipsa raportarii, instruire
insuficientd), de natura operatiunilor complexe gestionate si de posibilitatea manipularii
procedurilor de insolvabilitate.

Evaluarea Evaluarea . .
Element rersa:e . Rating de risc
probabilitatii consecintelor
Executorii mediu mediu mediu
judecatoresti
Vulnerabilitdti:

- gestionarea fluxurilor financiare mari: executorii judecatoresti administreaza sume
considerabile rezultate din popriri, executari silite, licitatii publice si valorificarea bunurilor,
ceea ce creste riscul de utilizare abuziva;

- lipsa raportarilor catre SPCSB: intre 2023-2024 nu a fost transmis niciun raport, ceea ce
denota un nivel scazut de constientizare si conformitate cu obligatiile de prevenire si
combatere a spalarii banilor si finantarii terorismului;

- rol istoric in scheme ilicite - raportul privind frauda bancara si ,Furtul miliardului” a aratat
implicarea centrala a executorilor in spdlarea masiva de fonduri, ceea ce evidentiaza
vulnerabilitati structural;

- perceptia eronata a riscurilor: sondajele arata ca executorii considera profesia lor cu risc
scazut, ceea ce poate duce la subestimarea amenintarilor reale;

- Uniunea Nationala a Executorilor Judecatoresti are capacitate institutionala limitata, asigura
instruiri si reglementari, dar nu exista mecanisme eficiente de sanctionare si control strict.

Amenintari:
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- posibilitate de integrare a fondurilor ilicite prin licitatii publice, bunuri imobile sau mobile
vandute prin executare silita pot fi achizitionate cu bani de provenienta neclara;

- utilizarea companiilor si persoanelor interpuse care pot participa la achizitii prin licitatii,
ascunzand beneficiarii efectivi;

- lipsa verificarilor privind sursa mijloacelor financiare implicate;

- riscul reputational si institutional deoarece profesia se asociaza cu fraude de amploare (ex.
furtul bancar) care afecteaza credibilitatea sistemului.

Descrierea evenimentului:

Executorii judecatoresti au devenit entitati raportoare in 2023, ca urmare a recomandarilor
din raportul privind frauda bancara si spalarea banilor din 2014, unde au avut un rol esential.
Desi sectorul este reglementat strict prin Legea nr. 113/2010 si Codul de executare, lipsa
raportarilor catre SPCSB intre 2023-2024 ridica semne de intrebare asupra nivelului de
constientizare si aplicare a obligatiilor de prevenire si combatere a spalarii banilor si finantarii
terorismului. Veniturile executorilor au crescut constant, depasind 204 mln MDL in 2024
(+54% fata de 2021), reflectand intensificarea activitatilor de executare silita si a licitatiilor
publice. Totusi, nivelul redus de raportare si perceptia generala ca riscurile sunt scazute pot
reprezenta o vulnerabilitate structurala.

Descrierea riscului:

Riscul este mediu, determinat de volumul mare al fluxurilor financiare gestionate si de istoricul
implicarii sectorului in scheme financiare ilicite (ex. ,Furtul miliardului”), chiar daca cadrul
legal si supravegherea formala reduc posibilitadtile de abuz. Riscul se manifesta prin potentiala
utilizare a procedurilor de executare silita si licitatiilor pentru integrarea fondurilor ilicite, in
conditiile unui nivel scazut de raportare si conformitate.

Evaluarea Evaluarea . .
. . Rating de risc
probabilitatii consecintelor
Mediatorii scazut scazut scazut
Vulnerabilitati:

- nivel redus de utilizare a medierii;

- perceptia ca este o procedura secundara;

- grad scazut de informare a populatiei si a profesionistilor din domeniul juridic;

- numar limitat de mediatori activi si distributie geografica inegala;

- experienta redusa a mediatorilor in aplicarea masurilor de prevenire si combatere a spalarii
banilor si finantarii terorismului, avand in vedere includerea recenta a profesiei ca entitate
raportoare.

Amenintari:

- posibilitatea utilizarii medierii pentru disimularea sau ascunderea unor tranzactii cu fonduri
ilicite;

- implicarea unor persoane cu statut juridic incert;

- exploatarea caracterului confidential al medierii pentru a evita raportarea;

- lipsa culturii de conformitate in domeniul prevenirii si combaterii spalarii banilor si finantarii
terorismului in randul mediatorilor.

Descrierea evenimentului
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- cazuri In care conflictele solutionate prin mediere pot ascunde transferuri patrimoniale
suspecte;

- neaplicarea masurilor de cunoastere a clientelei;

- raportadri inexistente sau reduse catre SPCSB;

- lipsa controalelor si sanctiunilor pentru nerespectarea obligatiilor.

Descrierea riscului

Profesiei de mediator {i revine un risc scazut datorita includerii recente ca entitate raportoare,
in contextul unui cadru institutional fragil, ceea ce poate genera o expunere la spalarea banilor
prin exploatarea vulnerabilitatilor structurale si a lipsei de control.

Evaluarea Evaluarea . .
e . Rating de risc
probabilitatii consecintelor
Organizatorii jocurilor de | mediu mediu mediu
noroc
Vulnerabilitdti:

- nivel redus de conectare la sistemul electronic unic de monitorizare, in prezent doar Loteria
Nationala fiind conectata;

- utilizarea frecventa a numerarului, in special in cazinouri si salile de joc, cu risc ridicat de
mascare a fondurilor ilicite;

- raportarea deficitara: doar cateva RAS si RTS transmise intre 2022-2024, in conditiile unor
fluxuri financiare masive;

- proceduri interne si instruire insuficiente la nivelul personalului organizatorilor jocurilor de
noroc;

- capacitate insuficienta de monitorizare a tranzactiilor si verificare a clientilor;

- existenta unui sector neautorizat (peste 2300 site-uri din straindtate accesibile din Moldova)
care nu sunt supravegheate de autoritati.

Amenintari:

- folosirea cazinourilor si a salilor de joc pentru integrarea fondurilor ilicite prin cumparare de
fise, pariere minima si retragere ulterioara in numerar;

- Intelegerea posibila intre jucatori si operatori in cazinouri, pentru simularea castigurilor si
justificarea fondurilor.

Descrierea evenimentului:

intre 2021-2024, sectorul a inregistrat scaderi pe segmentul loteriilor off-line, dar o crestere
semnificativa a tranzactiilor on-line (peste 16 milioane depuneri pe platforma 7777.md). Salile
de joc si cazinourile au rulat anual sute de milioane MDL, cu utilizarea frecventa a numerarului.
Existenta unei piete paralele neautorizate (cazinouri improvizate, platforme online strdine)
amplifica riscurile.

Descrierea riscului:

Riscul este mediu, determinat de utilizarea numerarului si a activelor virtuale, raportari
insuficiente din partea operatorilor, existenta pietei neautorizate si lipsa conectarii complete
la sistemul electronic de monitorizare. Aceste elemente fac sectorul vulnerabil la integrarea si
disimularea fondurilor ilicite, In special prin cazinouri si jocuri on-line.
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Evaluarea Evaluarea . .
Element e as: . Rating de risc
probabilitatii consecintelor
Auditori mediu mediu mediu
Vulnerabilitati:

- cadrul adoptat prin Decizia CSPA nr. 05/2022 nu mai reflecta modificarile recente ale Legii nr.
308/2017 si standardele internationale, lasand auditorii fara ghidaj practic actualizat;

- majoritatea entitatilor de audit sunt micro-structuri (1-3 auditori), cu resurse limitate pentru
implementarea efectiva a cerintelor de prevenire si combatere a spalarii banilor si finantarii
terorismului;

- politici si proceduri de prevenire si combatere a spalarii banilor si finantarii terorismului
formale - multe firme au documente adoptate doar la nivel declarativ, fara aplicare practic3,
ceea ce reduce eficienta conformitatii;

- instruire insuficienta: lipsa cunostintelor practice privind identificarea indicatorilor de
suspiciune, coroborata cu perceptia gresita ca bancile sunt responsabile exclusiv pentru
detectarea spalarii banilor;

- capacitate redusa de supraveghere: CSPA are resurse institutionale limitate, nu detine un
sistem centralizat de date si nu desfasoara inspectii regulate in domeniu.

Amenintari:

- utilizarea auditului pentru legitimare: entitatile ilicite pot folosi serviciile auditorilor pentru
a valida bilanturi falsificate, mascand provenienta banilor;

- disimularea prin dividende fictive;

- companii fara activitate reala pot contracta auditori doar pentru a crea aparenta de
conformitate;

- riscuri indirecte In gestionarea fondurilor publice si granturilor: auditori implicati in
verificarea utilizarii resurselor publice pot contribui, chiar involuntar, la mascarea unor
deturnari;

- raportarea aproape inexistenta catre SPCSB indica un risc sporit de subraportare.

Descrierea evenimentului:

La sfarsitul anului 2024 erau inregistrati circa 250 de auditori certificati si 135 entitati de audit
active. Sectorul a cunoscut o crestere a volumului de activitate: cifra de afaceri anuala a crescut
de la 217 mil. MDL in 2021 la peste 312 mil. MDL in 2024. Totusi, numarul mic de raportari
catre SPCSB si lipsa inspectiilor In domeniul prevenirii si combaterii spalarii banilor si
finantarii terorismului releva un decalaj intre cadrul normativ si aplicarea practica.

Descrierea riscului:

Riscul asociat sectorului de audit este unul mediu, dar care poate evolua spre mediu-ridicat
daca vulnerabilitatile actuale persista. Desi auditorii nu gestioneaza direct fonduri, rolul lor
este esential prin faptul ca certifica situatiile financiare ale entitatilor. Aceasta certificare ofera
credibilitate si poate fi exploatata de companii implicate in activitati ilicite pentru a-si ascunde
provenienta veniturilor. In lipsa unor controale eficiente, a instruirii corespunzatoare si a unei
culturi reale de conformitate, auditorii risca sa devina un instrument indirect prin care se
disimuleaza tranzactii suspecte sau se justifica dividende fictive.
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Evaluarea Evaluarea . .
Element e . Rating de risc
probabilitatii consecintelor
Persoanele juridice si | mediu mediu mediu
intreprinzatorii
individuali care
presteaza, ca activitate
economica sau
profesionala
principala, servicii de
contabilitate si
consultanta fiscala

Vulnerabilitati:

- lipsa unei certificari obligatorii si existenta unui numdr mare de contabili nespecializati,
comparativ cu putini profesionisti certificati;

- fragmentarea pietei: marea majoritate sunt entitati mici sau persoane fizice, cu resurse
limitate pentru implementarea programelor de prevenire si combatere a spalarii banilor si
finantarii terorismului;

- lipsa de instruire si abordare superficiala a obligatiilor legale (KYC, raportarea tranzactiilor
suspecte, monitorizarea clientilor);

- lipsa unui sistem centralizat de evidenta a profesionistilor contabili si a datelor statistice
necesare analizei riscurilor;

- capacitate institutionala limitata pentru supraveghere si control, ceea ce diminueaza eficienta
aplicarii Legii nr. 308/2017.

Amenintari:

- contabilii pot fi implicati in inregistrarea si administrarea unor companii fara activitate
economica reala, folosite pentru tranzactii fictive;

- prin structuri complicate si evidente contabile incomplete, contabilii pot ascunde beneficiarul
efectiv;

- prin inregistrari contabile artificiale (ex. facturi false, cheltuieli nejustificate), banii iliciti sunt
transformati in venituri aparent legale;

- fragmentarea tranzactiilor: contabilii pot ajuta clientii sa efectueze plati sub pragul de
raportare, pentru a evita detectarea de catre banci si raportarea catre SPCSB;

- tranzactii transfrontaliere riscante: utilizarea companiilor offshore si a conturilor externe,
inregistrate formal in contabilitate, dar greu de verificat in practica;

- implicare indirectd in evaziune fiscala si fraude: subdeclararea veniturilor si ,,optimizarea
fiscala” pot masca in realitate operatiuni de spalare;

- lipsa raportarilor catre SPCSB din partea contabililor indica un risc sistemic, deoarece este
putin probabil ca in mii de clienti sa nu existe cazuri suspecte.

Descrierea evenimentului:

In perioada 2021-2024, sectorul contabilititii a continuat si fie unul esential pentru intreg
mediul de afaceri, dar cu deficiente in implementarea masurilor de prevenire si combatere a
spalarii banilor si finantarii terorismului. Asociatiile profesionale (ACAP si AFAM) au incercat
sa ofere sprijin, dar participarea nu este obligatorie si acoperirea este limitata. Din lipsa datelor
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centralizate, nu se poate determina exact numarul contabililor activi, Insa estimarile indica
cateva sute de profesionisti certificati si zeci de mii de tehnicieni. SPCSB nu a primit rapoarte
RTS/RAS din partea contabililor in perioada analizatd, ceea ce sugereaza fie lipsa cazurilor, fie
o sub-raportare sistemica.

Descrierea riscului:

Riscul sectorului contabil este evaluat ca mediu, dar cu elemente care il pot amplifica spre
mediu-ridicat. Contabilii gestioneaza arhitectura financiara a intreprinderilor si, chiar daca nu
administreaza direct fonduri, prin Inregistrarile contabile pot facilita disimularea provenientei
banilor. Lipsa instruirii si a resurselor pentru conformare, combinata cu absenta raportarilor
catre SPCSB, face ca sectorul sa fie vulnerabil la abuzuri. Mai ales entitatile mici si mijlocii, cu
clienti nerezidenti sau cu volume mari de numerar, prezintd un risc sporit. In lipsa unor
controale riguroase si a unei culturi de conformitate, contabilii pot deveni, chiar involuntar, un
vector pentru spalarea banilor si finantarea terorismului.

Evaluarea Evaluarea . .
Element ey . Rating de risc
probabilitatii consecintelor
Persoane fizice si | mediu inalt mediu-inalt
juridice care
comercializeaza
bunuri (inclusiv

persoanele fizice si
juridice care practica
activitati cu metale
pretioase si pietre
pretioase) in suma de
cel putin 200 000 de
MDL

Vulnerabilitdti:

- utilizarea intensiva a numerarului: in tranzactiile cu bunuri de mare valoare (imobile, auto,
metale/pietre pretioase) predomina platile in numerar. Multe tranzactii sunt fragmentate
deliberat sub plafonul legal pentru a evita raportarea;

- aplicarea aproape inexistenta a KYC/EDD: entitatile raportoare (dealeri auto, companii de
constructii, magazine de bijuterii) au lacune mari in verificarea identitatii clientilor si a sursei
fondurilor;

- majoritatea entitatilor nu au politici de prevenire si combatere a spalarii banilor si finantarii
terorismului;

- raportare extrem de redusa: sectorul pietre si metale pretioase a transmis un singur RAS intre
2021-2024, ceea ce indica o lipsa a implementarii legii;

- supravegherea limitata a sectoarelor respective;

- posibilitatea de a efectua tranzactii intre persoane fizice in afara sistemului reglementat:
vanzdrile auto si imobiliare se realizeaza frecvent fara implicarea entitatilor raportoare, doar
cu contract simplu intre parti;
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- portabilitatea si valoarea ridicata a bunurilor: aurul, diamantele si alte pietre pretioase pot fi
folosite usor ca substitut de numerar, fiind dificil de urmarit.

Amenintdri:

- achizitii multiple de imobile in numerar de catre aceeasi persoana sau grup de persoane
afiliate.

- utilizarea rudelor PEP pentru inregistrarea proprietatilor cu scopul mascarii beneficiarului
efectiv;

- Supra- si subevaluarea contractelor de vanzare pentru a justifica fluxuri financiare;

- importuri de masini second-hand cu valoare subevaluata, urmate de vanzare la pret real;

- plati frecvente in numerar, lipsa trasabilitatii;

- cazuri de folosire repetata a acelorasi documente de provenienta pentru justificarea
fondurilor;

- lombardurile accepta bijuterii ca garantie pentru Imprumuturi si efectueaza rambursari
rapide ce poate constitui un mecanism de lichefiere a banilor proveniti din infractiuni;

- lipsa verificarii privind provenienta metalelor, fapt ce contribuie la introducerea unor bunuri
rezultate din contrabanda;

- utilizare ca mijloc de plata pentru activitati criminale (ex. droguri, mita).

Descrierea evenimentului:

Intre 2021-2024, entitatile din acest sector au raportat citre SPCSB peste 7.000 tranzactii in
numerar, dar doar 2 investigatii financiare si o singura diseminare au rezultat. In acelasi timp,
SPCSB a documentat 11 cazuri de spalare de bani implicand companii de constructii (evaziune
fiscald, folosirea numerarului si supraevaluiri). In domeniul pietrelor/metale pretioase,
raportarile au lipsit aproape complet, desi controalele Camerei Marcarii de Stat au depistat
bunuri comercializate fird marcaj legal. In comertul auto, s-au inregistrat cazuri de achizitii
repetate cu numerar, finantate din imprumuturi nejustificate si rambursate in termene foarte
scurte.

Descrierea riscului:

Riscul asociat sectorului este considerat mediu-inalt. Predominanta numerarului, lipsa
raportdrilor si deficientele majore in aplicarea obligatiilor de prevenire si combatere a spalarii
banilor si finantarii terorismului fac ca aceste activitati sa fie atractive pentru retele criminale.
Imobiliarele si bunurile de lux sunt folosite pentru integrarea si mascarea fondurilor, iar
lombardurile si dealerii auto reprezinta puncte vulnerabile prin care se lichefiaza banii iliciti.
Factorii de reducere sunt limitarea platilor cash intre persoane juridice, rolul notarilor in
tranzactiile imobiliare si accesul SPCSB la registrele de stat. Cu toate acestea, in lipsa unei
supravegheri eficiente si a unor raportari consistente, sectorul ramane unul dintre cele mai
expuse la riscuri de spalare de bani si finantare a terorismului din zona non-financiara.

Evaluarea Evaluarea . .
o . Rating de risc
probabilitatii consecintelor
Persoanele scazut scazut scazut
fizice /juridice care
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desfasoara activitate
fiduciara

Vulnerabilitdti:

- lipsa cadrului normativ detaliat si a mecanismelor de supraveghere dedicate pentru serviciile
fiduciare;

- posibilitatea de a ascunde beneficiarii efectivi prin structuri juridice complexe (trusturi,
fundatii, directori nominali);

- lipsa posibilitatii de identificare a acestor persoane fizice/juridice.

Amenintdri:

- prin dezvoltarea pietei si cresterea fluxurilor transfrontaliere, astfel de instrumente pot fi tot
mai des utilizate in Moldova.

- riscul ca prestatori nereglementati sa ofere servicii de creare a companiilor-fantoma sau de
mascarea beneficiarilor efectivi pentru clienti nerezidenti.

Descrierea evenimentului:

Intre 2021-2024, activitatea fiduciara in Republica Moldova a fost foarte putin dezvoltat3,
limitata la un numar redus de prestatori si fara cazuri documentate de utilizare abuziva in
scopul spalarii banilor si finantarii terorismului.

Descrierea riscului:

Riscul general al activitatilor fiduciare in Republica Moldova este scazut, datorita dimensiunii
reduse a sectorului, cererii limitate si lipsei cazurilor documentate. Totusi, vulnerabilitatea
ramane prezenta: pe masurd ce tara se integreaza in piata financiara europeana si creste
accesul la instrumente internationale, exista riscul ca aceste servicii sa fie exploatate pentru
tranzitarea fondurilor ilicite. Din acest motiv, riscul ar putea creste in viitor daca nu vor fi
dezvoltate norme clare si mecanisme de supraveghere.

Evaluarea Evaluarea . .
Element e . Rating de risc
probabilitatii consecintelor
Persoanele care | scazut scazut scazut
depoziteaza,

comercializeaza opere
de arta sau care

actioneaza ca
intermediari in
comertul de opere de
arta

Vulnerabilitati:

- lipsa unei definitii nationale clare a conceptului de , opera de arta”;

- lipsa registrelor obligatorii la nivelul agentilor economici (nici o solicitare de inregistrare
pana in august 2024);

- supraveghere limitata - SPCSB este singura autoritate competentd, fara mecanisme de control
suplimentare;
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- lipsa unor raportari din partea sectorului catre SPCSB;
- posibilitatea ca intermediarii sau comerciantii sa fie folositi pentru a masca provenienta
bunurilor sau a fondurilor.

Amenintdari:

-lanivel international, piata operelor de arta este frecvent folosita pentru spalarea banilor prin
vanzari sub/supraevaluate si tranzactii prin case de licitatii;

- In Moldova, desi piata este redusa, exista riscul ca operele de arta sa fie utilizate ca mijloc de
transfer sau ascundere a fondurilor ilicite, mai ales prin intermediari neautorizati;

- posibilitatea utilizarii operelor de arta din patrimoniul cultural mobil pentru tranzactii
disimulate, cu valori greu de verificat;

- riscuri sporite daca sectorul incepe sa atraga investitori straini sau tranzactii internationale

Descrierea evenimentului:

Pentru perioada 2021 - 2024, Ministerul Culturii a raportat lipsa solicitarilor pentru
inregistrarea registrelor obligatorii de evidenta. De asemenea, nu au existat raportari catre
SPCSB. Totusi, la nivel global operele de arta sunt folosite frecvent pentru disimularea valorii
si a provenientei bunurilor, ceea ce face ca vulnerabilitatea teoretica sa fie relevanta.

Descrierea riscului:
Riscul sectorului este considerat scazut, datorita dimensiunii reduse a pietei, a lipsei
tranzactiilor raportate si a absentei solicitarilor de inregistrare a registrelor.

Evaluarea Evaluarea . .
Element rp =it . Rating de risc
probabilitatii consecintelor
Furnizorii de servicii | scazut mediu mediu-scazut
de finantare
participativa
Vulnerabilitati:

- pana in 2023, activitatea a functionat intr-un cadru nereglementat, fara obligatii de
conformitate In domeniul prevenirii si combaterii spalarii banilor si finantarii terorismului;

- lipsa unor cerinte standardizate de identificare si verificare a contribuitorilor si
beneficiarilor;

- absenta monitorizarii automate a tranzactiilor din sector;

- posibilitatea mixarii fondurilor licite cu cele de provenienta neclara;

- supraveghere incompleta - CNPF este desemnata autoritate competenta, dar nu a aprobat
inca reglementarile secundare in domeniu.

Amenintadri:

- caracterul transfrontalier al platilor faciliteaza intrarea si iesirea rapida a fondurilor din
jurisdictii cu risc ridicat;

- anonimatul contribuitorilor pe platforme de donatii sau recompense permite mascarea sursei
banilor;

- posibilitatea ca platformele sa fie utilizate pentru finantarea unor activitati ilegale sub
acoperirea campaniilor sociale;
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- tipologii internationale demonstreaza utilizarea crowdfunding-ului pentru finantarea
terorismului si colectarea de fonduri In criptomonede.

Descrierea evenimentului:

Desi a fost adoptata legea care reglementeaza domeniul si actele secundare aferente,
reglementdrile operationale privind obligatiile de prevenire si combatere a spalarii banilor si
finantarii terorismului nu au fost inca aprobate si implementate, ceea ce limiteaza aplicarea
practici a legii. In perioada anterioar, crowdfunding-ul a functionat mai ales prin campanii de
donatii si recompense, deseori prin canale transfrontaliere, fara supraveghere, ceea ce a
amplificat expunerea la riscuri.

Descrierea riscului:

Riscul asociat sectorului este mediu-scazut. Vulnerabilitatile operationale (lipsa KYC
standardizat, monitorizare insuficientd, lipsa raportarilor) si caracterul transfrontalier al
platilor creeazid un teren favorabil pentru disimularea fondurilor. In absenta normelor
secundare In domeniu si a unei supravegheri, exista posibilitatea utilizarii platformelor pentru
spalarea banilor sau finantarea terorismului. Odata cu autorizarea primelor platforme,
probabilitatea aparitiei fluxurilor suspecte a crescut, iar lipsa de experienta institutionala in
supraveghere majoreaza riscurile.

Evaluarea Evaluarea . .
Element ey . Rating de risc
probabilitatii consecintelor
Furnizorii de servicii | scazut scazut scazut
pentru fiducii sau
societati
Vulnerabilitdti:

- lipsa unui regim de licentiere/inregistrare pentru furnizorii acestor servicii — orice persoana
poate presta activitati similare.

- posibilitatea ca activitatea sa fie exercitata de profesii liberale (avocati, contabili, consultanti
fiscali), unde controlul este fragmentat.

- lipsa indicatorilor economico-financiari si a datelor fiscale care sa permita evaluarea
sectorului.

- inexistenta unui registru sau a unei evidente centralizate privind furnizorii acestor servicii.

Amenintari:

- experienta internationala arata ca furnizorii de servicii corporative si fiduciare sunt folositi
frecvent pentru crearea de companii-paravan, mascarea beneficiarilor efectivi si transferul
fondurilor ilicite;

- posibilitatea ca operatori neinregistrati sa ofere servicii pentru nerezidenti, inclusiv prin
scheme transfrontaliere;

- riscul implicarii acestor furnizori In tranzactii de evaziune fiscala si spalare a banilor prin
retele internationale.

Descrierea evenimentului:
La moment, sectorul nu este clar definit si nu exista mecanisme de licentiere sau supraveghere.
Datele Fiscului nu permit identificarea exacta a furnizorilor, iar lipsa unor norme secundare
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face ca implementarea obligatiilor de prevenire si combatere a spalarii banilor si finantarii
terorismului sa fie inca inexistenta.

Descrierea riscului:

Riscul actual este scazut, datorita dimensiunii reduse si lipsei unei piete dezvoltate. Totusi,
odata cu includerea sectorului in lista entitatilor raportoare si cu posibila aparitie a unor
furnizori specializati, vulnerabilititile pot creste rapid. In absenta unui mecanism de
inregistrare, licentiere si supraveghere, exista riscul ca furnizorii de servicii pentru fiducii sau
societati sa fie exploatati pentru crearea de companii paravan, mascarea beneficiarilor efectivi
si integrarea fondurilor ilicite.

Evaluarea Evaluarea . .
Element e ai: . Rating de risc
probabilitatii consecintelor
Activele virtuale inalt inalt inalt
Vulnerabilitati:

- lipsa unui cadru de reglementare cuprinzator pentru VA/VASP;

- absenta licentierii si a unui mecanism de supraveghere nationala;

- capacitate institutionala limitata In monitorizare;

- dificultati In identificarea persoanelor si entitatilor care desfasoara activitati interzise; - lipsa
unor mecanisme eficiente de aplicare a interdictiilor.

Amenintdri:

- utilizarea activelor virtuale pentru spalarea banilor si finantarea terorismului;
- eludarea sanctiunilor economice internationale;

- proximitatea geografica fata de zone de conflict;

- implicarea retelelor infractionale transfrontaliere;

- tranzactii prin platforme off-shore sau VASP din alte state.

Descrierea evenimentului:

- Accesul rezidentilor din Republica Moldova la platforme de schimb si portofele VA din alte
jurisdictii;

- tranzactii ocazionale peste praguri;

- lipsa monitorizarii eficiente a interdictiilor;

- utilizarea canalelor informale;

- raportari si control limitat din partea institutiilor nationale.

Descrierea riscului: Nivel ridicat de expunere la riscuri de spalare de bani si finantare a
terorismului prin active virtuale, amplificat de lipsa reglementarilor, supravegherii si a
capacitatii de aplicare a legii; interactiunile cu VASP externe genereaza vulnerabilitati majore
pentru sistemul financiar si compromit eficienta mecanismelor nationale de prevenire si
combatere a spalarii banilor si finantarii terorismului.

5.1. Riscul transectorial

Analiza arata ca, desi fiecare sector are vulnerabilitati specifice, exista puncte comune care
traverseaza domeniile si creeaza interdependente de risc. O privire comparativa scoate in
evidenta cinci dimensiuni majore: numerarul, tranzactiile transfrontaliere, identificarea
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beneficiarului efectiv, gradul de reglementare/supraveghere, si inovatiile financiare (inclusiv
criptomonedele).

Numerarul

Numerarul este prezent In aproape toate sectoarele cu grad de risc ridicat sau mediu.
Bancile gestioneaza un volum considerabil de operatiuni cash-in/cash-out, ceea ce le face
atractive pentru plasarea fondurilor ilicite. OCN si AEI depind masiv de numerar, iar lipsa unor
controale sofisticate amplifica vulnerabilitatea. Sectorul imobiliarelor folosesc frecvent
numerarul la tranzactii de valori mari, deseori cu folosirea persoanelor interpuse. Casele de
schimb valutar sunt definite prin tranzactii In numerar, ceea ce le face expuse la fragmentarea
operatiunilor si la lipsa trasabilitatii. Circulatia intensa de numerar din salile de joc poate fi
exploatatd pentru a legitima sume ca si cum ar proveni din castiguri. Prin comparatie, asigurarile
si piata de capital au un profil mult mai redus de numerar, la fel si PSP/EME, care opereaza
predominant electronic - Tnsa aici apar alte vulnerabilitati (plati instant, lipsa de identificare
completd). Astfel, in vederea limitarii platilor In numerar si Incurajarea utilizarii metodelor
moderne de plata, a fost adoptata Legea nr. 34/2024 privind decontarile in numerar, care a
intrat in vigoare la 01.04.2025. Prin aceasta lege au fost stabilite plafoane si reguli clare pentru
efectuarea tranzactiilor in numerar. Totodata. Actul prevede aprobarea cadrului legal conex si
introduce sanctiuni pentru nerespectarea acestor prevederi.

Tranzactiile transfrontaliere

Acestea constituie o alta dimensiune critica. Sectorul bancar are cea mai mare expunere:
tranzactii internationale, dependenta de relatiile de corespondent banking si expunere la
jurisdictii cu risc ridicat si sanctiuni. Sectorul imobiliarelor sunt strans legate de fluxurile
externe, fie prin achizitii de catre nerezidenti, fie prin utilizarea companiilor offshore. PSP/EME
faciliteaza transferuri rapide peste hotare, uneori catre tari cu regim de risc, iar supravegherea
KYC nu este uniforma. Notarii si avocatii pot fi implicati indirect prin autentificarea sau
structurarea tranzactiilor cu componente internationale. Prin comparatie, jocurile de noroc
traditionale si casele de schimb valutar au o expunere mai limitata pe aceasta dimensiune, desi
nu complet absenta (remiteri In numerar convertite local).

Beneficiarul efectiv si transparenta

Dificultatea de a identifica persoana care controleaza fondurile este o vulnerabilitate
transversala Imobiliarele si notarii sunt zonele cele mai sensibile: tranzactiile mari se realizeaza
adesea prin persoane interpuse, companii cu actionariat complex sau persoane nerezidente.
Avocatii au un rol critic aici: prin structurari corporative, pot ascunde beneficiarii reali. Piata de
capital se confrunta si ea cu probleme de identificare a beneficiarilor efectivi. Bancile au
mecanisme mai bune de KYC, dar sunt in continuare expuse la informatii incomplete sau
inselatoare furnizate de clienti.

Gradul de reglementare si supraveghere

Diferentele de reglementare amplifica riscurile. Bancile sunt cel mai strict reglementate si
supravegheate, dar acest lucru nu elimina riscul inerent. CSV si PSP/EME sunt reglementate, dar
lacunele practice (raportare, praguri, identificare la distantd) lasa spatiu pentru abuzuri. Notarii
si avocatii sunt supravegheati mai degraba la nivel de deontologie profesionala decat prin
mecanisme de prevenire si combatere a spalarii banilor si finantarii terorismului consolidate.
Unele entitati raportoare nici nu beneficiaza de un cadru clar si/sau actualizat de reglementare
in domeniu.
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Activele virtuale

Criptoactivele apar ca o vulnerabilitate transversala. Bancile au raportat tentative de
conversie/retragere a fondurilor provenite din tranzactii cu monede virtuale. Prestatorii de
servicii de plata sunt conectati indirect la platforme de tranzactionare. Imobiliarele au inceput
sa accepte criptoactivele pentru anumite tranzactii. Problema este ca nu exista inca un cadru
normativ national pentru VASP, ceea ce plaseaza riscul la un nivel inalt, emergent si greu de
controlat.

Astfel, tabloul comparativ arata ca bancile, imobiliarele si casele de schimb valutar, PSP
sunt sectoarele cu vulnerabilitati comune si impact sistemic cel mai mare, In timp ce profesiile
juridice amplifica riscurile prin rolul lor de facilitatori, iar asigurarile si piata de capital raman
la periferie.

6. Riscul de finantare a terorismului

Moldova este situata intr-o regiune geopolitica complex3, aflata intre spatiul european si
cel eurasiatic, fapt ce o transforma intr-o zona de tranzit pentru persoane din multiple state si
cu profiluri diferite. Desi nu au fost identificate organizatii teroriste active pe teritoriul tarii si
nici structuri logistice care sa sustina celule operationale, instabilitatea regionala - in special
conflictul militar din Ucraina - a intensificat deplasarile persoanelor cu potential extremist.
Autoritatile de securitate au raportat o crestere a numarului de persoane cu comportament
suspect, interceptate la frontiera sau asupra carora au fost identificate materiale de propaganda
sau legaturi ideologice cu grupdri extremiste. Totodata, evenimentele din regiunea
transnistreand, inclusiv incidentele cu explozii sau alertele false cu bomba, se incadreaza in
spectrul actiunilor hibride, dar creeaza un climat favorabil unor riscuri reziduale.

Pe plan demografic, migratia masiva a populatiei si dependenta structurala de remitente
influenteaza semnificativ profilul financiar al tarii. Zeci de mii de transferuri individuale sunt
efectuate lunar intre Moldova si alte state, predominant in sume mici, fragmentate, dificil de
monitorizat. In mod natural, acestea nu indicd comportament infractional, insi acelasi tip de
instrumente - transferuri repetate, sume modeste, rute financiare alternative - este utilizat, la
nivel global, pentru finantarea activitatilor teroriste. Acest paralelism structural creeaza o
vulnerabilitate inerenta: fluxurile legitime pot ascunde fluxuri ilicite atunci cand sunt utilizate in
mod oportunist de indivizi radicalizati sau de retele de recrutare.

Economia informala, Inca extinsa in sectoare precum agricultura, servicii si constructii,
genereaza un grad ridicat de opacitate financiara. Predominanta numerarului In tranzactii, lipsa
documentelor contabile riguroase si dificultatea verificarii surselor de venit ofera spatiu pentru
utilizarea acestor mecanisme in finantarea unor activitati ilegale. Desi nu exista dovezi ca aceste
vulnerabilitati au fost exploatate sistematic In scopuri teroriste, potentialul de risc este prezent
si recunoscut in evaluarile nationale.

La nivelul infrastructurii financiare, sistemul bancar ramane elementul cel mai puternic de
aparare impotriva finantarii terorismului, beneficiind de un cadru de supraveghere robust si de
proceduri avansate de monitorizare. Totusi, cresterea numarului de nerezidenti — mai ales in
perioada crizei umanitare din Ucraina - introduce noi tipare de comportament financiar si ridica
dificultati privind verificarea background-ului documentar al clientilor. Tranzactiile
transfrontaliere mici, dar frecvente, efectuate prin sisteme alternative de plati sau prin carduri
emise in straindtate, trebuie monitorizate cu atentie deoarece pot servi atat scopurilor legitime,
cat si celor ilicite.
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In afara sectorului bancar, alte entititi raportoare, precum organizatiile de creditare
nebancard, asociatiile de economii si imprumut, birourile de avocatura, notarii si agentii
imobiliari, desi prezinta o expunere directa mai redusa, pot functiona ca verigi intermediare Intr-
un lant tranzactional utilizat pentru finantari informale. Nivelul lor variabil de conformitate si
capacitatea uneori limitata de identificare a tranzactiilor suspecte reprezinta o vulnerabilitate
suplimentara. Domeniul activelor virtuale, inca nereglementat, constituie un risc particular,
deoarece gruparile teroriste au demonstrat la nivel global interes pentru criptomonede si
tehnologii de anonimizare.

Amenintarea terorista propriu-zisa in Republica Moldova este catalogata drept redusa, insa
nu inexistenta. Evaludrile institutiilor nationale indica riscuri provenite in principal din
radicalizare online, din propaganda difuzata de organizatii precum ISIL sau Al-Qaida, din
tentativele de atragere a tinerilor in actiuni de sprijin ideologic, precum si din tranzitul
indivizilor care au legaturi cu zone de conflict si care pot folosi teritoriul Republicii Moldova ca
punct de trecere. Identificarea unor persoane cu materiale extremiste pe dispozitivele personale,
precum si interceptarea catorva cetdteni moldoveni care au Incercat sa ajunga in Siria in anii
precedenti, demonstreaza existenta unei amenintari latente.

Finantarea necesara grupurilor sau indivizilor radicalizati in raport cu Moldova este relativ
modesta si nu presupune sume mari: acopera costuri precum deplasari, acces la spatii de
intalnire informald, comunicare, logisticd sau micro-donatii catre structuri ideologice din
strainatate. Aceste nevoi reduse fac si mai dificila identificarea tiparelor tranzactionale suspecte.

Pe parcursul perioadei analizate, Republica Moldova nu a inregistrat atentate teroriste,
tentativa de atac sau celule operationale active. Singurele incidente care au generat preocupari
au tinut fie de actiuni violente fara motivatie extremista (cum a fost cazul incidentului armat de
pe Aeroportul Chisinau), fie de operatiuni hibride, precum alertele false cu bomba sau tentative
de destabilizare informationald. Cu toate acestea, monitorizarea continua a acestor fenomene
este esentiala, deoarece comportamentele de radicalizare individuala pot evolua rapid, iar
contextul regional ramane volatil.

In ansamblu, evaluarea arati ci riscul de finantare a terorismului in Republica Moldova
este scazut, dar vulnerabilitatile structurale - dependenta de numerar, economia informala,
intensificarea tranzitului international, proliferarea tehnologiilor financiare noi si absenta
controlului asupra regiunii transnistrene - necesita vigilenta sporita si adaptarea continua a
masurilor de prevenire si combatere a finantarii terorismului. Consolidarea cooperarii
interinstitutionale, schimbul international de informatii, modernizarea instrumentelor de
analiza financiara si reglementarea pietelor emergente, precum activele virtuale, sunt elemente
esentiale pentru mentinerea unui profil de risc redus.

Evaluarea Evaluarea Rating de
Element rias . . .
probabilitatii consecintelor risc
Finantarea terorismului scazut scazut scazut
Vulnerabilitati:

dependenta ridicata de numerar, nivelul moderat al economiei informale, volumul mare al
remitentelor, utilizarea extinsa a serviciilor de transfer, existenta unui numar in crestere de
tranzactii transfrontaliere, posibilitatea utilizarii conturilor bancare de catre nerezidenti, lipsa
unui cadru deplin de reglementare pentru active virtuale si VASP, capacitatea inegala de
identificare a indicatorilor de finantare a terorismului in unele sectoare, potentialul vulnerabil
al ONG-urilor in raport cu tipologiile internationale de abuz, precum si pozitia geografica a
Republicii Moldova care, in context regional, poate facilita tranzitul unor persoane cu risc. De
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asemenea, digitalizarea accelerata a platilor, existenta canalelor informale de transfer si accesul
la platforme online internationale creeaza un risc tehnologic rezidual.

Amenintdri:

nu exista grupadri teroriste active pe teritoriul Republicii Moldova, nu exista celule, simpatizanti
organizati sau structuri de sprijin, iar SIS si SPCSB confirma absenta totala a cazurilor de
finantare a terorismului, a tentativelor si a oricaror fluxuri financiare asociate. Amenintarea este
preponderent externa si deriva din contextul regional (conflictul din Ucraina, tensiunile
geopolitice), din posibilul tranzit al persoanelor provenite din zone de conflict, precum si din
riscul de radicalizare online. Desi la nivel international finantarea terorismului evolueaza prin
micro-transferuri, crypto, crowdfunding si retele informale, in Moldova nu au aparut astfel de
manifestdri, iar entitatile teroriste nu au legaturi directe cu mediul financiar national.

Descrierea evenimentului:

realizarea unor transferuri de valori mici, repetate, prin canale formale sau informale,
directionate catre persoane din zone cu activitate extremista, utilizarea numerarului sau a
sistemelor de remitere pentru sprijin individual, colectarea de fonduri prin platforme digitale
sau crypto, transmiterea de resurse financiare, bunuri sau suport logistic catre entitati teroriste
din alte jurisdictii, ori utilizarea accidentala a infrastructurii financiare a Republicii Moldova
pentru tranzitarea fondurilor citre zone de conflict. In lipsa cazurilor reale, evenimentul este
modelat exclusiv pe scenarii teoretice utilizate de FATFE.

Descrierea riscului:

Riscul de finantare a terorismului in Republica Moldova este in ansamblu scazut, determinat de
absenta oricaror incidente, investigatii, tranzactii suspecte sau conexiuni operative cu entitati
teroriste, de lipsa structurilor interne radicalizate si de capacitatea consolidata de cooperare
interinstitutionala. Totusi, un risc rezidual persista din cauza pozitiei geopolitice a tarii, a
vulnerabilitatilor economice (numerar, remitente), a digitalizarii rapide si a existentei unor
vulnerabilitati globale (crypto, crowdfunding) care, desi nerelevante in prezent la nivel local,
pot deveni factori de risc in viitor.

7. Tratamentul riscului

Gestionareariscurilor de spdlare a banilor si finantare a terorismului in Republica Moldova
reprezintd un proces esential pentru protejarea stabilitatii economice si financiare, dar si pentru
credibilitatea tarii pe plan international. Abordarea nationalda porneste de la recunoasterea
faptului ca riscurile de spalare de bani si finantare a terorismului sunt dinamice, se modifica in
functie de contextul geopolitic si economic, iar instrumentele de contracarare trebuie sa fie
flexibile, coordonate si permanent adaptate. In acest sens, evaluirile periodice ale riscurilor
constituie fundamentul pentru actualizarea politicilor, iar rezultatele acestor evaluari
alimenteaza direct procesul de planificare strategica.

Republica Moldova a consolidat in ultimii ani cadrul sau normativ si institutional in
domeniul prevenirii si combaterii spaldrii banilor si finantarii terorismului, armonizand
legislatia cu standardele FATF si cu directivele Uniunii Europene. Totusi, experienta acumulata
in implementarea Strategiei nationale 2020-2025 a aratat c3, dincolo de reglementari, eficienta
depinde in mare masura de resursele disponibile, de cooperarea institutionala si de implicarea
sectorului privat. In multe sectoare, cum ar fi organizatiile de creditare nebancari sau profesiile
liberale, lipsa resurselor umane calificate, deficitul de instrumente tehnologice si gradul redus
de constientizare a obligatiilor de prevenire si combatere a spalarii banilor si finantarii
terorismului constituie factori limitativi majori. In acelasi timp, autorititile-cheie, precum
SPCSB, BNM si CNPF, au demonstrat capacitatea de a directiona resursele existente catre zonele
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cele mai vulnerabile si de a implementa mecanisme de supraveghere proportionale cu nivelul
de risc.

Abordarea Republicii Moldovei recunoaste ca tratamentul riscurilor trebuie sa fie
multidimensional. Politicile publice stabilesc directiile strategice, legislatia si reglementarile
transpun aceste directii In norme aplicabile, iar institutiile asigura implementarea lor prin
masuri operationale si de supraveghere. In practics, aceasta inseamna un set de interventii
coordonate: actualizarea Legii nr. 308/2017 si a actelor normative secundare; extinderea
obligatiilor de conformitate catre noi domenii, cum ar fi furnizorii de servicii pentru active
virtuale; aplicarea unor mecanisme de monitorizare bazate pe risc pentru sectoarele cu
expunere ridicatd; precum si utilizarea registrelor de date (In special registrul beneficiarilor
efectivi) pentru a combate opacitatea corporativa.

La nivel operational, abordarea pune accent pe utilizarea tehnologiilor de analiza a datelor
si pe crearea de mecanisme de alerta timpurie, care sa permita identificarea si contracararea
riscurilor emergente. In acelasi timp, supravegherea bazati pe risc se concretizeazi in controale
tematice, inspectii directionate si sanctiuni eficiente, proportionale si descurajatoare. Toate
aceste masuri sunt consolidate prin schimbul rapid de informatii intre autoritatile nationale si
prin cooperarea internationald, in special cu retele precum Egmont si cu partenerii europeni.

Un element de perspectiva il constituie necesitatea aprobarii unei noi Strategii nationale
de prevenire si combatere a spalarii banilor si finantarii terorismului, care sa acopere perioada
de dupa 2025. Aceasta strategie va reprezenta documentul fundamental de politici publice in
domeniu si va integra concluziile prezentei evaludri nationale a riscurilor. Noua strategie trebuie
sa reflecte iIn mod explicit lectiile Invatate din implementarea documentului anterior, sa
stabileasca obiective clare si masurabile, sa defineasca responsabilitatile fiecarei institutii si sa
asigure alocarea resurselor proportional cu nivelul de risc. Totodatd, aceasta va trebui sa
abordeze noile tipologii de risc, inclusiv cele legate de activele virtuale, fintech, utilizarea
companiilor de tip ,shell” si fenomenele transfrontaliere, precum si sa integreze recomandarile
formulate de partenerii externi.

Din aceasta perspectiva, strategia viitoare nu va fi doar un document formal, ci un
instrument de guvernare, menit sa asigure coerenta si directie intregului regim de prevenire si
combatere a spaldrii banilor si finantarii terorismului. Ea va trebui sa asigure echilibrul intre
masuri de politica publica, reforme legislative si reglementari sectoriale, consolidarea
institutionald, masuri operationale si instrumente de supraveghere. In plus, documentul va
trebui sa prevada mecanisme clare de monitorizare si evaluare a implementarii, astfel incat
eficienta sa poata fi masurata si ajustata in timp.

In concluzie, Republica Moldova abordeazi gestionarea riscurilor de spalare a banilor si
finantare a terorismului printr-o viziune cuprinzatoare, integrata si orientata catre viitor. Prin
combinarea resurselor disponibile, consolidarea cadrului normativ, cooperarea
interinstitutionala si implicarea sectorului privat, tara isi propune nu doar sa se conformeze
formal standardelor internationale, ci sa construiasca un mecanism functional si rezilient.
Aprobarea unei noi Strategii nationale de prevenire si combatere a spalarii banilor si finantarii
terorismului va marca trecerea la o etapa superioara de maturitate a sistemului, transformand
evaluarea riscurilor Intr-un instrument practic de politica publica si asigurand implementarea
unor madasuri de tratament adaptate atat vulnerabilitatilor interne, cat si riscurilor
transfrontaliere.
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